@ nuuo

The Intelligent Surveillance Solution

Titan NVR
Server User Manual

Ver. 1.2.0.120203.00



Table of Contents

1. INSEAAtION .o 4
1.1 Installation ProCESS.......coiiieiscesse e 4
1.2 LED Status DefinitionS......cccoccoveeircieseeneeeseere s 12

2. SEEEINGS e 13
2.1 CaAmMEra SEEUP ..ot 14

2.1.1 Add Cameras by Camera Search ......c.ccovevvrecvrerennne 14
2.1.2 Add Cameras Manually.....oncinniensceeseeesees 15
2.1.3 Modify Camera Information ........ccccoceovvivincinnccicsenne 17
2.1.4 Modify Camera Parameters......cccoveovnvincinnncenesennnns 17
2.1.5 Set up Lens SettingsS......cccccoviveiniirinreeeee e 17
2.1.6  Set up 2Nd Stream ... 18
2.1.7 View Camera Status.......cccoovviininiieieeeeese e 19
2.2 Recording & Event Setup......ccoveeireieneienseeseese e 21
2.2.1 Recording Mode Setup .....ccccoeerveiseienneenee e 21
2.2.2 Recording Schedule / Event Setup.......cccceceevvevrvrrenene 21
2.2.3 Camera Events and Responding Actions Setup........ 25
2.2.4 1/0O Box Input and Responding Action Setup............. 27
2.2.5 System Events and Responding Actions Setup ........ 28
2.2.6  SMTP Server SEtUP ... 29
2.2.7 Add Event Contacts .....cccooeoireiseiescesseeee s 30
2.3 RAID & File SettingsS ... 31
2.3.1 Create a RAID VOIUME ... 31
2.3.2 View RAID Volume Status........ccccoovvveiivnvnnciereeeeee 33
2.3.3 View Disk Drive Information........cccccovvivnncinninnnennne 34
2.3.4  Modify RAID VOIUME ..o 34
2.3.5 Delete a RAID VOIUME ... 36
2.3.6  FOrmMat . 37
B S XU o TN = = [ o] (U | o SRS 38
2.4.1 Set up Backup Schedule.........coveieinnicrreeee 38
2.4.2 Set up Backup Server...... s 39
2.5 NEtWOIrK SETUP ..o 40
2.5.1  View Network Status.......cccoveviveincieseecce e 40
2.5.2  Network SettingsS.....cooeevveiceeseeerse e 41
2.5.3  Auto Port-Forwarding......ccccoceevenseieneiennenesee e 42
2.5.4 Network Service Setup....cccovevvieineiesserree e 44
2.5.5 Master/Slave Configuration.........cccoceoviieciececcesnene, 45



2.6 MANAGEMENT ..o 46

2.6.1 View the List of USers......ccoveirreincienseenee e 46
2.6.2  Create NeW USErS.......rieeeseees e 46
2.6.3 Modify User Information......cccccoeoeeneinncnncceseeeeee 47
2.6.4 Change a User’s Password.........cccoveivnnenencinnnenenennes 48
2.6.5 Delete USErS.... e 48
2.6.6 Import/Export User AcCount......ccoooeivneincinnnnncnennnes 49
2.6.7 Online License Activation ........cccocevveivreinccenecesecee 50
2.6.8 Offline License Activation ........ccccoceeveivrennccnvnencee 51
2.6.9 View the Event LOgG....cccccovveiieeisceceesseece s 53
2.6.10 Save Unit Configuration ........cccoceeveienreinccescceeee 54
2.6.11 Load Unit Configuration / Default Settings ........... 55
2.7 SYSERIM et 56
2.7.1  View System Information.........cccovevvninncenecennene 56
2.7.2 Smart Fan Control......ceoieieceeeeeseee e 56
2.7.3  UPS SEEUP oot 57
2.7.4 Upgrade the System ... 58
2.7.5 Upgrade Notification......cccoceoveienneinceiseeeee e 58
2.7.6  System Date and Time Setup ......cccoceovvvverecrveeienennne 59
2.7.7 Daylight Saving Time Setup......c.ccocecevvrcvircinrnnresee 60
N S T WoTor=| B B 1] o] = 60
2.7.9 Restart the Unit......ccoiceecee e 61
2.7.10 Shut Down the Unit ... 62
7 RO 63
3.1 INErOdUCHION o 63
3.1.1  System Introduction ... 63
3.1.2 HW Installation ... 63
3.1.3 Software Installation — SCB-C31 ....ccccoceovivecvveviirenne 64
3.1.4 Software Installation — SCB-C24/26/28..........cc........ 65
3.2 SOftWAre SeTUP ... 67
G 20720 R Yo o I /@ = T )G 67
3.2.2 Modify I/O Box Information ........ccceceevvieviececceeene, 68
3.2.3 I/OPin Setting....ccooieiieee e, 68
3.3 Relative Configuration and Application ........cccccoevvvvceivccennnnne 69
3.3.1 Record on INput Trigger.....cccoceivreoineiesreresee e 69
3.3.2 Input and Responding ACLiONS ......ccccovveivnciernencnennnes 69
3.3.3 I/O Control Panel in Live VIEW ......cccooecveieeecceieeeeen 69
EXternal StOrage.....iieeceee e 70



4.1 Create a Volume ON DAS ...t aees 70

4.2 Create an External Storage.....cccovoveveeiscee e 70
4.3 Create an External Storage on iSCSI .......ccccoveivvveivvecenenenne 71
5. LOG OUL e 73
6. Remote PC System Requirements.......cccveinivinecneneneeniee, 74
7. TroublESNOOLING.....ciiccce e 75
7.1 Replace a Failed Disk DriVe .....cccooiveineierreeseesseres e 75
7.2 Respond to a Critical RAID Volume........ccococvoveievneienceveeenns 75
7.3 Respond to a File System Error RAID Volume........ccoeeneeee 75
7.4 INSEAll ACLIVEX .o 75
7.5 Cannot Log in to the Unit with Internet Explorer.................. 76
AppendixX — RAID SYSEEM ..ot 77
INtroduction tO RAID ... 77
NN D I ) o o oSS 77
A D I A\ T o ] S 78
RAID 5 - Block Striping with Distributed Parity.......cccccooveivreeennee 79
RAID 10 = Mirror / SEFiPe. ...t 79
Cho0oSIiNG @ RAID LEVEL ...t e 80
Appendix — Camera Integration ... 82
Camera Supporting LiSt ... 82
Camera SarCh TOO! ... 82
SEre@mM Profile.... e 82



1.Installation

1.1 Installation Process

Step 1: Unpack the Unit

This package contains the following items:

The unit

Quick Start Guide

Screws for disk drives

Key

Power cord

Warranty card

CD with Install Wizard, NuClient and Offline License Tool
application, user manual, and quick start guide

The electronic components within the unit can be damaged by Electrostatic Discharge
(ESD). Please take precautions at all times when handling the unit or its
sub-assemblies.

To configure the unit, you must install the software onto a desktop/ laptop running
Windows XP-SP3 32bit, Windows 7 32/64bit, Mac OS X v10.6/10.7

Unit front/rear view

(Tower)




(Rackmount)

1. Key Lock 6. Power Connector
2. LED Indicators: Power, 7. VGA

LAN1-2, HDD1-4 8. eSATA Connector
3. USB x2 9. USB x4
4. Power Button 10. Gigabit LAN x 2
5. PSU Cooling Fan 11. Main Cooling Fan

Step 2: Install Hard Drives

Refer to compatibility list and install HDDs. For optimal performance
consideration, install disks with the same model and storage capacity. The
available RAID level depends on the amount of disks installed.

1. Open the lid on the front of the unit enclosure.

2. Pull a HDD tray from the enclosure. See the front view figure.

3. Carefully lock the disks into the HDD tray with screws. 3 screws for each
disk. We recommend locking the screws on the bottom of the disk, instead
of the side of tray. Put the HDD tray back once you finished.

Step 3: Connect to the Network

1. Attach one end of the network cable to the R]J45 network connection. See
the rear view figure.
2. Attach the other end of the network cable to your Ethernet hub or switch.

If there are multiple networks at your facility, note the network to which you connect

Q the unit. You will need this information during the setup process. Please also enable
the DHCP function within the network, as the unit will retrieve an IP address through
DHCP by default.



Step 4: Connect the Power

1. Attach the power cord to the power source.

2. Connect the power cord to the back of the unit enclosure. See the rear view
figure.

3. On the front of the unit, press the power button. See the front view figure.

It takes about a minute for the unit to fully power up. Once it is powered up,
the Power Status LED turns blue. See the front view figure.

Step 5: Install the Software

1. Insert the CD into your CDROM.

2. Double-click Setup.exe to begin installation.

3. Follow the instruction of Setup.exe, and click the Finish button to close
the installer.

Step 6: Set up the Unit

The software Installation Wizard performs the setup procedures on the unit.
After the procedure, you can begin using it.

1. Go to Start > NUUO Titan Series > NUUO Install Wizard.
2. This program will show the default language setting and initiation mode.
3. Choose your preferred language and initiation mode, and then click the

B2 button.

nuuo" NVR Installation Wizard

B ® O e O 8 = X

Choosing a language

English

Initiation Mode




® Express Mode: you don't need to set up the network settings, Date/Time
and RAID level.

® Advanced Mode: configure all settings manually: network, license,
camera, Date/Time, upgrade notification, and RAID level

4. The Installation Wizard program starts searching for all the units on the
internet currently. Choose one of them, and then click the B3 button.

nuuo" NVR Installation Wizard

B ® 9 e 0 E

Search

IP Address

[MT-4040

MT-4040

MNT-4040
MT-4040

MT-4040

MNT-4040

Select a server to begin the setting process.

rT, ’_5_ T3

5. Type in the password, and then click the OK button.

192.168.3 2322

Username: | admin

rd: ”Il

Q The default Administrator password is "admin”.

6. Name this server and select the network type, and then click the EEEE
button.



NVR Installation Wizard

@

Network
192.168.3.232

embedded DHCF

® Obtain network settings automatically from external DHCP server:
apply all settings which are automatically generated by the DHCP server,
such as IP, subnet mask, gateway, and DNS.

® Configure network settings manually: configure the preferred settings
one by one.

7. Activate camera license to have more channel capacity, and click the
B button.

NVR Installation Wizard

[+ ] o=
o= A=
[+ ]

Add License

192.168.3.222
Online Activation

Praduct

8. Add cameras for this server. There are two ways of adding cameras,
8



selecting the searched cameras and manually configuring the cameras.
Click the BEEEE button after completing camera list.

NVR Installation Wizard

= O TNEeE

Auto camera search

Wendar hodel  Gamera Mamideo Channeninistra

Make a camera list for this server by selecting searched cameras.

[ close

Click the Search button.

NVR Installation Wizard

Auto camera search
192.168.3 222

Select camera and type the camera name, username and password.



NVR Installation Wizard

a2 O 9

Manual camera setting

Model

4dmin admin

Make a camera list for this server by adding cameras manually.

[ close

Add cameras manually.

9. Set up the time zone, date, and time, and adjust daylight saving changes if
needed. Click the EEEAES button.

NVR Installation Wizard

DateTime
192 1683 222

Time Zone (h i alTime, G ean Time: Duhblin, Lishon, London =

Diate 201 = |

Time AM 10:20:43 =

Adjustel 2 ~ | houris)

Select the time of this server.

Click the NEXT hutton to

10.Check “Enable Upgrade Notification” box if you want to receive
notification when there is a newer FW version. Click the EEEES button.

10



NVR Installation Wizard

e

Auto Upgrade
192.168.3 222

11.Follow the following instruction and select the RAID type you want to
create. Click the EEEEE button.

NVR Installation Wizard

RAID
192.168.3.222

12.Review your settings. If the settings are correct, click the Finish button to
exit the settings procedure and activate the system.

11



NVR Installation Wizard

Setting List
192.168.3 222

Settings

ovalume created

Q Once the "FINISH" button is clicked, the unit will start working. In order to ensure the
stability of the unit, never pull any disks out when the system is running.

1.2 LED Status Definitions

Function LED Status

Power Status ® Power-on: blue
B Power-off: dark
HDD Status (top) ® Power-on: blue
B Power-off: dark
HDD Activity Status B Healthy: blue with blinking
(bottom) ® No disk: dark
Ethernet Status W Linking: blue
B Accessing: blue with blinking
® No linking: dark

12



2.Settings

After setting up the unit, log in to the system by entering its IP address in the
browser (Internet Explorer 8 and later, Safari 5.1 7534.48.3, and Firefox

7.0.1). When connecting, choose your language, enter the user name and
password, and then begin using this system.

Take IE as the demonstration browser of this manual.

NUUO Network Video Recorder

2011 NUUO Tnc. All rights reserved.

There are four main functions of this unit: Settings, NuClient, Help Page, and
Logout button. They will be shown on the top of the page. Currently, NuClient
is supported on IE and Firefox only.

SoplE=g el ()

Current firmware version and free storage capacity are shown above the
function list.




2.1 Camera Setup
2.1.1 Add Cameras by Camera Search

The function enables user to automatically search and add cameras in the
same network. There are two search mechanisms, one is UPnP, another is
camera search tool. Before searching UPnP cameras, make sure that the
cameras possess UPnP function.

Log in to the unit.

Click IP Camera/ Camera Settings.
Click the Camera Search tab.

Click the Search button.

il S

Camera Setting

Camera Search

T Camera Search

5. The system will list all the currently available cameras. The inserted
cameras are shown in blue. Click the *# icon to add a camera into your
camera list.

Camera Setting

Camera Search

T Camera Search

Address Vendor aodel MAC
IP Address \endor Model Name MAC Address +

6. After clicking the *# icon, the camera setting page will pop up. Click the
item to which you want to add a camera.

14



> Add IP camera

Camera
Mame |
IR 192 168.1.85 Port

Administrator
MName

Add to
channel

Vendor RWELTGTY Model

Password

E!: Protocal

[ Add Cancel

. Current Camera Settings

Channel Camera Name Address
Camera Name 182.168.2.79

7. Insert the camera name, user name, and password.

Q To have better compatibility between camera and system, please make sure the
" | privilege of camera credential is admin-level.

8. Click the Add button to add it.
9. After clicking the Add button, the updated camera list will be displayed in
the Camera Setting tab.

Camera Name Address Vendor

Camera Name 192.168.2.79 4 Vendor
Camera Name 192.168.1.85

2.1.2 Add Cameras Manually

1. Log in to the unit.
2. Click IP Camera / Camera Settings.
3. Click the Camera Settings tab, and the camera list will be displayed on

the bottom of the page.
4. Click on the camera list for the channel you want to add and enter the

camera’s information.

15



Camera Settings

Camera Settings

T Camera Settings

Lee=l =R Camera 2

Camera Name

Address

Adminis m Password

Video Channel Protocol

Vendor v Model i— none —E

TSae

[TResel | ["Ciear [ Huto Detection

Camera name: The name of the camera.

Address: The IP address.

Port: The transmission port.

Administrator Name: Login username.

Password: Login password.

Camera Channel: Select the number of analog cameras supported by
one video server or select the number of IP cameras possessing multiple
lens/channels.

Protocol: Data transmission protocol.

Vendor: Camera vendor name.

Model: Camera model name.

To have better compatibility between camera and system, please make sure the

privilege of camera credential is admin-level.

5. Click the Save button.

Save: Save the information of this camera.

Reset: Return to the latest saved settings of the selected camera.
Clear: Set all the settings to default value.

Auto Detection: After inserting IP address, port, username, and
password, click this button to automatically detect other camera
information, including Channel, Protocol, Vendor, and Model.

16



2.1.3 Modify Camera Information

N AEWDb =

Log in to the unit.

Click IP Camera / Camera Settings.

Click the Camera Settings tab.

Click the camera which you want to modify.

Modify the information of this camera.

Click the Save button.

Use the same method to replace a camera if needed.

2.1.4 Modify Camera Parameters

o s wbh =

Log in to the unit.

Click IP Camera / Camera Parameters.

Click the Camera Parameter tab.

Click the camera which you want to modify on the camera list.
Modify the information of this camera.

Click the Save button.

Camera Parameter

Camera Parameter

T Camera Parameter

Camera Mame [Red=uliiyi]

VEEEGENEN O motion JPEG O MPEG4 @) H.254

Frame Rate |RE3 fps TV;

iUl | 1260x5000XGA) [y |

auality ||ENEEE [v]

LIG G (] Enable Audio
Save ~ Reset

Camera Name: The name of the camera.

Video Format: Choose the type of format which this camera supports.
Frame rate: Select the frame rate of the camera.

Resolution: Select the resolution of the camera.

Quality: Select the image quality of the camera.

Audio: Check the Enable Audio option to view and enable audio
recording.

2.1.5Set up Lens Settings

1. Log in to the unit.
2. Click IP Camera / Camera Parameters.

17



Click the Lens Settings tab.

Click the camera which you want to modify in the camera list.
Modify the information of this camera.

Click the Save button.

o u kW

Camera Parameter

Lens Settings

-

. ImmerVision Settings

Camera Mame ImmerVision Lens Camera Position
Location 1 Enable Wall
Cocnz | osme
Location 3 Disable

Disable

® Camera Name: The name of the camera.
® ImmerVision Lens: Enable the option if ImmerVision lens is installed.
® Camera Position: Select the position of the camera.

| If users enable the lens while lens is not installed correctly or not even installed, a
Q warning message will pop up as a notification if users are trying to operate lens on
liveview page.

2.1.6Set up 2nd Stream

Stream profile is designed for mobile client and lower fps live stream display.
Without stream profile integration, users cannot watch live video on mobile
client nor select lower fps stream on liveview. Further, for performance
consideration, we fix the resolution and framerate for each brand/series. You
can refer to appendix for supporting list.

1. Log in to the unit.

2. Click IP Camera / Camera Parameters.
3. Click the 2nd Stream Settings tab.

18



Camera Parameter

2nd Stream Settings

-

- 2nd Stream Settings

Channel [l

Camera Name [Se=lililg]

SE RS (O Enable (&) Disable

% Stream Profile

Format [ISIg=e
Low Profile Frame Rate K]
Resolution ikl

Format [ISIg=e
Minimum Frofile Frame Rate |
Resolution Rkl

Save

T Camera List
1-16

Channel Camera Mame Camera Vendor Camera Model Sub-Streaming

® Stream Profile: The default status is Disable. If you want mobile client
user to access to this camera, you can select Enable, and click Save
button in the middle of the page.

® Low Profile: The stream profile, under 300kbps, is designed for mobile
client single-view.

® Minimum Profile: The stream profile, under 100 kbps, is designed for
mobile client multi-view.

2.1.7View Camera Status

1. Log in to the unit.
2. Click IP Camera / Camera Status.

Camera Status

Camera Status

T Camera Status
Mame Address Conn. Status Rec. Status Framerate Bitrate
FM_camera 1 192.168.0.235 I 0.01ps 0.0 Khps
PM_camera 2 202.238.124.59 ‘? | 0.9fps 1843.0 Kbps

PM_camera 3 192.1668.2.73 @ a 421fps 550.9 Khps

FPM_camera 4 20223812435 3.7 ips 13152 Kbps

89S 3709.2 Kbps

® Conn. Status: The status of the connection. Click the Connect or
Disconnect button to change the connection status.

19



Connection Status Connected
Connection Status Disconnected
Connection Status Connecting
Connection Button Connected: Normal

Connected: Over

Connection Button Disconnected: Normal

Disconnected: Over

=N LN
S-SR

® Rec. Status: The set recording schedule of this camera in this time.

Recording Status No Recording @
Recording Status Always Recording -
Recording

Recording Status
Always Recording - Stopped

Recording Status Schedule Recording -
Recording

Recording Status Schedule Recording -
Stopped
Recording

Recording Status

e H 8 e e

Manual Recording —Stopped

® Framerate: The frame rate of this camera.
® Bitrate: The transmission bit rate of this camera.

Q If your total bitrate becomes red, it means that the loading of the system is too heavy.

20



2.2 Recording & Event Setup
2.2.1 Recording Mode Setup

Log in to the unit.

Click Recording & Event / Recording settings.

Click the Recording Mode tab.

If selecting Always Recording, the chosen cameras will begin to record
immediately.

il S

Recording Settings

Recording Mode

e Recording Mode

&) No Recording

) Recording by Schedule

Recarding Mode
) Always Recording
Oar Oent Och2 Oenz Ocha

[TSave  [MReset

® No Recording: Turn off the recording.
® Recording by Schedule: Recording by schedule.
® Always Recording: Permanently turn on the chosen cameras.

Q System will do recycling automatically when disks are full.

2.2.2 Recording Schedule / Event Setup

Instead of Always Recording, you can begin the recording by setting the
Recording Schedule.

Log in to the unit.

Click Recording & Event / Recording Settings.
Click the Recording Schedule tab.

Check the Day or Week mode.

il

® Day: Schedule the recording to turn the recorder on and off at the same
time every day according to your setting.
® Week: Schedule the recording for each day of the week differently.

5. Click the schedule of the camera which needs to be modified.

6. Click the column at the bottom of the page.
21



Recording Settings

Recording Schedule
. Recording Schedule
1-16
O Day @ Week
—-Camera List 00 01 02 03 04 05 06 07 0B 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

 Location 1 Carm f
- Location 2

- Location 3

- Camerad

e
RO RRER RO RO 0O R0 RRR AR AR AR A
R R RN AR 00 AR RR RO R AR A
00 0B 0 R 00RO R 0 AR AR AR AR

00 01 02 03 04 05 06 OF OB 09 10 11 12 13 14 15 16 17 1B 19 20 21 22 23 24

| msent || pekte || configure || copy |

| statTime End Time Audio |
00:00 24:00 Disable

Insert: Insert new schedules.

Delete: Delete the selected schedule.

Configure: Modify the schedule and recording mode settings.

Copy: Copy current Day Schedule to other channel(s); copy current
Week Schedule to other day(s) of a week or to other channel(s).

Copy Day Schedule

Copy Current Day Schedule to other channel

channel1 [channelZ [lchannel2  [Cchannel 4

Select: all none

IE Cancel |

Copy Week Schedule

Copy Current Schedule

(%) Apply Current Week to Other Weeks
Sunday [IMonday CTuesday  [lwWednesday
Cthursday [l Friday [ saturday

() Apply All Current Week to Other Channels
channel 1 channel 2 channel 3 channel 4

Select: all none

A

22



7. The default setting of the camera’s recording schedule is from 00:00 to

24:00. If you want to modify the time slot, click the Configure button to
modify the default settings first.

Schedule Configuration

Fost-record

5| Sec (Max: 180)
5|sec (Mav: 180)

Audio
|-D Enable Audio

Time Mode
Start Time: 00 00 @ Always Record
End Time: i ) Record on Event
24 00
Pre-record

| ok || Cancel
8. Choose the recording mode.
Schedule Configuration
Time — Mode
Start Time: 00: 00 | O Always Record
End Time: 24! ool -(®iRecord on Event
= . ~ Motion
Pre-record -
rereer 5/sec (Max: 180) [Imotion on Location 1
BostiRood 5| sec (Max: 180) I Mation on Location 2
Audio [CImotion on Location 3
[]Enable Audio J — Digital Input
E_xpanﬂ All Digital Inputs
+ Location 1
+ Location 2
| ok || cance |

® Always Record: Always record.

® Record on Event: Record when events triggered. The event can be
triggered by Motion or Digital input.

When setting the event Motion, please first ensure that the motion detection function
of the camera has been enabled.

9. If you want to add another new schedule, click the Insert button to add a
new one.

23



Recording Settings

Recording Schedule
" Recording Schedule
1-16
©Day @ Week
—+Camera List

] cation 1
- Location 2

00 01 02 03 04 05 06 O7 08 09 10 11 12 13 14 1% 1A 17 18 19 20 21 22 23 24

Location 3

\..Camerad

00 01 02 03 D4 05 06 07 OB 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 M

| Inzert || Delete || Configure || Copy ‘

00:00 10:00 Always Disable

Start Time End Time Record Audio ‘

10. Click the Save button.

When changing the motion detection settings of a camera, make sure to disconnect

your unit and that camera first. Once you have finished, re-connecting them will
update the settings in your unit.

When setting an event, Motion or Digital input can be triggered from other cameras.

This means that if the system detects motion or digital input from other cameras or I/O
Box, the camera will begin recording.

There is another way to set the schedule. If you want to change the recording time
length, drag the end of the time bar from 24:00 back to the length you wish, and then
drag the beginning of the time bar to the point at which you would like it to commence
recording. (You may also click the Insert button to add new schedules.)

24



Recording Settings
: Recording Schedule

" Recording Schedule
1-16
QDay @ Wesk

—Camera List 02 03 04 05 06 07 0B 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

}—‘ e 1" [ A
. Location 2 MR AR A A Ay AR T —_——
- Location 3
Camerad unEE AN AR
EEmE Emmmammn

00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 168 19 20 21 22 23 M4

‘ Inzert || Delete || Configure || Copy |
Start Time End Time Record

Disable

Recording Settings

Recording Schedule

" Recording Schedule
1-16

QDay @ Week

—+Camera List

i

= Location 2

- Location 3

- Camerad

00 01 02 03 04 05 06 07 0B 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

| Inzert || Delete H Configure || Copy |

Start Time End Time Record Audio

04:00 20:00 Always Disable

2.2.3Camera Events and Responding Actions Setup

1. Log in to the unit.
2. Click Recording & Event / Event & Action Management.

3. Choose the camera, and then select one of the events. The event list
depends on camera its own ability.

25



Event & Action Management

Event & Action

. Event & Action

1-16

- Location1

Options
[ connectlost

[ Motion from Camera
: [input#d
+ Location 2

+Location 3
+-Camera 4

Connect lost: When a connection between the camera and this unit is
lost, the system will trigger an action.

Motion from Camera: When video motion is detected, the camera
triggers an action.

Input: Any external input can trigger an action.

When setting the event Motion from Camera, make sure to set up the camera’s
motion detection function first. Besides, event log will be recorded only if event is
selected on this page.

4,

Click the Configure button to enable the event and select the active
period.

Event Configuration b4

[C]Enable Event
r Active Period
(*) Always Actived

O Actived only in the following pericd
I:H:l to I:“:l

10 Type
@ no
QO N

Cancel

Always Active: The selected event is always active.

Active only in the following period: The selected event is only active
in the designated time, which able to cover two days e.g. from 18:00 to
09:00.

I/0 Type: Check one of the options of I/O type. N/O means normal open,
while N/C means normal close.

26



5. Click the Add button to set up the responding actions of this event.

Event & Action Management

Event & Action

% Event & Action

1-15

‘ Configure |

= Location 1 B
Opticns

| L conectlost

- [ motion from Camera
~ Clinpuso

+ Location 2

+Location 3
+-Camera 4

® Output: When an event occurs, the system will send an output signal to
other connected devices.

® [E-Mail: When an event occurs, the system will send e-mail notifications.
Make sure to add an e-mail address first.

6. Click the action, and then click the Configure button to modify the details
of that action if necessary.
7. Click the Save button.

Q After selecting camera events, the event information will display on the screen when
it's triggered.

2.2.41/0 Box Input and Responding Action Setup

Log in to the unit.

Click Recording & Event / Event & Action Management.

Select an input of I/O Box from list.

Click the Add button to set up the responding actions of this event.

Click the action, and then click the Configure button to modify the details
of that action if necessary.

nkhwhe
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Event & Action Management

Event & Action

% Event & Action
i ‘ R . 110 BOX Systern

Configure

— /0 Box 51001 (Buildin
| [leae
- [Lobby
[IFirst Floor
i [l 8econd Flaor

Options

® Output: When an input is triggered, the system will send an output
signal to other connected devices.

® [E-Mail: When an input is triggered, the system will send e-mail
notifications. Make sure to add an e-mail address first.

6. Click the Save button.

2.2.5System Events and Responding Actions Setup

Log in to the unit.

Click Recording & Event / Event & Action Management.

Click the Event & Action tab.

Click System to unfold the list of system events, and then select one of the
five events.

il

Event & Action Management

Event & Action

% Event & Action

R

~'System )
Options

[T} Abnormal disk status

I” Daily system report

[Z1 Unable to access FTP
[”1 Backup unfinished
["1 Power-on nofification

I”1 Auto power-off notification
(overheat)

e Abnormal disk status: When there is no enough disk space for
recording or when disk is abnormal for accessing, the system will trigger
an action.

® Daily system report: Enable users to know the system information,
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HDD usage, and Disk status everyday through E-mail without accessing
to the unit to check.

® Unable to access FTP: The action will be triggered when the connection
between the unit and FTP server is lost.

® Backup unfinished: If there is any file which the system didn’t
complete the backup process, the file(s) name will be listed and send out
through E-mail after finishing the last file of this backup schedule.

® Power-on notification: Record the time as power was turning on.

® Auto power-off notification (overheat): Turn off the system power
automatically to protect the unit from damage when it’s overheated.

5. Click the Add button to set up the responding actions of this event. Follow
the steps in the previous section.
6. Click the Save button.

E-Mail is the only one action to the event Daily system report, Unable to access

Q FTP, Backup unfinished, Power-on notification and Auto power-off
notification (overheat). In addition to select a contact, remember to insert the time
of sending daily system report.

Daily System Report Configuration

— Automatically Send Daily Systemn Report
18f 48
— Contact List

Cance'

2.2.6 SMTP Server Setup
1. Log in to the unit.

2. Click Recording & Event / E-Mail.
3. Click the SMTP Server tab.
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E-Mail
SMTP Server

-

« SMTP Server

Server Address [ Port  [§d3 [ use ssl

Sendar

SN | NVR Event

An issue occurs. Please check
NVRTitan FM.

SMTP
Authientication

User Name

[ =il | S—
Save Send TestMail

® Server Address: SMTP (Simple Mail Transport Protocol) server IP
address.

® Port: SMTP port.

® Sender: Sender information.

® Subject: The subject of the mail.

® Body: E-Mail content.

® SMTP Authentication: Before sending out an E-Mail, enter the user
name and password for SMTP authentication.

® Username

® Password

4. Click the Send Test Mail button and the system will send a test mail to the
sender. Check it after testing.
5. Click the Save button.

2.2.7 Add Event Contacts
1. Log in to the unit.

2. Click Recording & Event / E-Mail.
3. Click the Contactors tab.
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E-Mail

Contactors

" Contactor

Name
E-Mail

" RddContactor

Name E-Mail

-l

® Add Contactor: Add this new contact into the contact list.
® Reset: Return to the latest saved settings of the contact list.
® Save: Save this time modification of the contact list.

4, Insert the name of a new contact.

5. Insert the e-mail address of this new contact.

6. Click the Add Contactor button.

7. Click the Save button to save this modification of the contact list.

2.3 RAID & File Settings
2.3.1Create a RAID Volume
In this system, the term RAID volume refers to one or more disk drives

working together as a RAID logical drive. You must create a RAID volume
before starting to record.

@ The maximum volume size to create RAID on Titan NVR is 16T. Please make sure
=" | every volume you are going to add as a external storage is under 16T.

1. Log in to the unit.
2. Click RAID & File System / RAID Management.
3. Click the Create tab.
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RAID Management

Create

. Create RAID

GEEEEN (ORADO BRAD1  RAIDS  RAID 10

[ pisk1
[pisk2

Assign Disk(s)

Create

4. Choose the RAID level you prefer for your disk array.

5. Check boxes of disks and click the >> button to assign disk drives for this
volume.

6. Click the Create button.

7. A confirmation dialog pops up. Check the Yes, I want to create volume
with those disk(s) box, and click the Yes, create it button.

Create volume as RAID 1 X

Use those disk(s):

Disk Name Model | Capacity. |
Disk 1 | Hitachi HDS72301 | 1397 GB |
Disk 2 | WDC WD1002FAEX-0 1931 GB 1

[Ives, | want to create volume with those disk(s).

Cancel

8. Creating RAID volume takes a while, depending on the size of disks and the
RAID level you choose. You can start recording during RAID creation.

RAID Management

RAID Status

—

- RAID Status

—-Volumes. RAID Mame RelR]iisy]
— VOLUME1 RAID Level FRGingl

- Disk 1

.. Disk 2

WLk 2011/5/27 01:25:33 PM

Format Progr

Recovery Progress ||
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The RAID Volume will be functional on another unit if all disks of this volume are
moved to the unit.

After setting RAID level, you are not allowed to change neither the RAID level nor the
number of disks containing in this volume.

If you choose Express Mode when using the Installation Wizard, the disk(s) will be
set to RAID 1 (2 bay) or RAID 5 (4 bay) automatically unless the humber of disks is not
enough for this RAID level.

2.3.2View RAID Volume Status

RAID status refers to the disk drives on your unit and how they are arranged
into a RAID volume.

1.
2.
3.

Log in to the unit.
Click RAID & File System / RAID Management.
Click the RAID Status tab to view the status of your RAID Volume.

RAID Management

RAID Status

—

- RAID Status

—-Volumes
= VOLUMEA
- Disk 1

RAID Mame RYe]RBII=g]
RAID Level ERiiiall
RAID Status  REVileldgk]

. Disk 2
FIEL 007,38 GB (929160 MB)

A Cee e il 93151 GB (953868 MB)

Recovery Progress

RAID Name: Name of your RAID, automatically assigned when it was
created.

RAID Level: RAID 0O, 1, 5, or 10, specified when it was created.

RAID Status: Functional is normal. Critical means there are some
problems on RAID volume, but the recording status is normal. Offline
means that no volume is found, so recording is stopped and you cannot
access your data either. File system error means that RAID volume is
existed but unmounted, so recording is stopped and you cannot access
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your data either.

® Capacity: Total, free, used data capacity of the RAID volume.

Update Time: The time of volume created/updated.

® Devices: Total number of disks and the number of active, failed, spare

disks.

® Format Progress: The status of RAID format
® Recovery Progress: The status of RAID recovery

2.3.3 View Disk Drive Information

Log in to the unit.

il

RAID Management

RAID Status

-

« RAID Status

=-Volumes
~ VOLUMET
- Disk1

Click RAID & File System / RAID Management.
Click the RAID Status tab.
Click on a disk directly to view the information.

UGG WD C WD 1002FAEX-0

are S0 3

2.3.4 Modify RAID Volume

This function is designed for replacing a broken hard drive with a new one,
instead of modifying RAID level.

In the condition of critical RAID status, it’s a warning to show that one of disks
of this RAID volume may be damaged. Even though it’s no impact on the
recording function, you’d better to replace a new disk to make sure the volume
with data protection mechanism.

Q This function is not applied to RAID 0, since there is no data protection mechanism by

its nature.

@ In case of any unexpected damage, we recommend users to unplug running HDD by
=" this method, which can be viewed as security hard drive remove.
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1. Log in to the unit.

2. Click RAID & File System / RAID Management.

3. Click the Modify tab.

RAID Management

Modify

-

« RAID List
Yolume

VOLUME? RAID1

. Free Disk List

Disk Mame
Disk 3

-

« Modify Volume
RAID Name
RAID Level
Capacity
RAID Status

Actions

Modify Reset

RAID Level

ST3500514NS

RAID Capacity
931.51 GB

RAID Status
Functional

Details

Details

Model Capacity

465 GB

Details

Details

Remove Disk

Add Disk

4. Click on the volume you want to modify. The information of this volume will
be displayed under the Modify Volume section.

RAID Management

Modify

-

- RAID List
Yolume
VOLUME1

. Free Disk List

Disk Mame

Disk 3

-

- Modify Volume
RAID Name
RAID Level

Capacity

RAID Level

ST3500514N3

RAID Capacity
93151 GB

RAID Status.
Functional

Details
Details

Model Capacity

465 GB

Details

Details

VOLUME?

RAIDA

93151 GB

=8l Functional

(Tioary  TReser

(& Disk1: 1397 GB Hitachi HOS72301 Active

&) Remove Disk SRR :
)Disk2: 931 GB WDC WD1002FAEX-D Active

Add Disk

5. After removing the damaged disk. Add a free disk to replace the damaged,
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and click the Modify button.
6. A confirmation dialog pops up. Check the Yes, I want to modify this
volume box, and click the Yes, modify it button.

Modify Volume X
Are you sure to modify this volume?

BADName:  [\VOLUMED
RADLevel |
Capaclty
BAnSmms  lmeab
Assigned Disks | Disk 2 | 931 GB | WDC WD1002FAEX-0 |

Action for modifying volume:
Add Disk

Disk1 1387 GB Hitachi HDS72301 MNSO MN1120F1008X30

| Yes, modify it

7. Modifying RAID volume takes a while, depending on the size of disks you
choose. Recording won't be stopped during the modification, and the data
of this RAID volume is fully accessible.

RAID Management

RAID Status

—

- RAID Status

—-Volumes. RAID Mame RielRe]iisy]
— VOLUMEA RAID Level EEEiisg|
© Disk1 SRS EUTER Functional

Disk 2 =TT 031,51 GB (953868 MB)

Format Progress

2.3.5Delete a RAID Volume
1. Log in to the unit.

2. Click RAID & File System / RAID Management.
3. Click the Delete tab.
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RAID Management

Delete

-

« RAID List

Volume RAID Level RAID Capacity
@) YOLUMEZ RAIDO 465.76 GB
O VOLUMEA RAIDA1 93151 GB

Delete Reset

4. Click the option button beside the RAID Volume you want to delete.

5. Click the Delete button.

6. A confirmation dialog pops up. Check the Yes, I want to delete this

RAID Status Details
Functional Details

Functional Details

volume box, and click the Yes, delete it button.

Delete Volume

Are you sure to delete this volume?

Volume | VOLUMEZ -
| DiskMame Model

Assigned Disks | Disk3 __"S'T'35-U“U_5'1';$.I\'|S

|Capacty |
| 485 cB

| ves, delte it

7. System will restart automatically after RAID volume is deleted

When you delete a RAID Volume, all the folders in t

: # B

Volume.

2.3.6 Format

Neither pressing reset button nor loading default setting, the data of RAID

volume won't be deleted, which implies that fo
the RAID information from disks.

1. Log in to the unit.

he RAID volume and all the data
saved in the folders will be deleted. Backup any important data before deleting a RAID

rmat is the only way to clean

2. Click RAID & File System / RAID Management.

3. Click the Format tab.
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RAID Management

-

« RAID List
RAID Level
RAIDO

Yolume
o VOLUMEZ
O VOLUMEA

RAID Capacity
465.76 GB

RAIDA1 93151 CGB

Format Reset

RAID Status
Functional

Functional

Details
Details

Details

4. Click the option button beside the RAID Volume you want to format.

5. Click the Format button.

6. A confirmation dialog pops up. Check the Yes, I want to format this
volume box, and click the Yes, format it button.

Format Volume

Are you sure to format this volume?

Volume | VOLUMEZ
[DiEshiame

| Disk3

: : Model
Assigned Disks __"S'T'35-U"U_5'1"4|\'|S'

| Capacity
| 485 cB

| ‘es, format it

7. System will restart automatically after volume format is complete.

2.4 Auto Backup

This feature enables you to automatically backup the recorded video of the
previous date to FTP site. There are two steps to enable the function, one is
Set up Backup Schedule, another is Set up Backup Server.

2.4.1Set up Backup Schedule
Log in to the unit.

Click the Backup Schedule tab.

s

option to enable Auto Backup.
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Auto Backup Management

Backup Schedule

-

« Backup Schedule

Auto Backup  EEESEGE

Daily Backup Time .23 59.

stariTime [RCIEET]

SGRIER 18| 00

select: all/ none

[ch1 Mch2 Flcha Fch4

Camera

T cCurrent Event Settings

Unable to access FTP  (eikrldE
d 5 disable

Auto Backup: Check the Enable option to enable this function.

Daily Backup Time: The daily scheduled time to start backup process.
Start Time: The start time of recorded video of the previous date.

End Time: The end time of recorded video of the previous date.
Camera: Select the channel(s) to backup