Configuring Main System
The system prompts you for a Supervisor ID and Password when starting the system for the first time,

shown as below:

First Execution Digital-Surveillance Syskte x|

You execute Digital-Surveillance system at
first time.
FPlease enter Supervisor |D,Password.

D

Password :

|
|
Password Confirmation ; |
Hint |

[~ Auto Login:

To mermatize this ID and passward and to login
wehen you execute Digital-Suneillance system
evenytime.

[ Allow removing password system

@ (0]4 I Cancel

Figure 1-1

Enter a name you wish to be the Supervisor ID in the ID field. Finish the setup by entering Password,
Password Confirmation, and a Hint (optional) that would remind you of the password. Messages

entered at the Hint field will only pop up when passwords are entered incorrectly.

B Auto Login: Allows auto login as the current user every time when the system is launched. For

security purposes, this feature is only recommended for single-user systems.

B Allow removing password System: For this setting, see Setting Up Password on page 28.

u @: Click to open the onscreen keyboard and enter the login information.

After setting up the Supervisor ID and Password, launch the program to enter the Main System.
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Figure 1-2

The controls in the main screen:

No. Name Description
1 Camera Number Indicates the camera number matching the port number in the GV video
capture card.
2 Camera Name Indicates the given camera name.
3 Date/Time Displays the current date and time.
4 Storage Space Indicates the remaining disk space.
5 Connection Indicates the connection status of remote applications.
6 PTZ Control Displays the PTZ control panel.
7 1/0 Control Displays the I/O control panel.
8 Location Name Indicates the GV-System’s name, usually named by its geographical location.
9 Network Enables the connection to remote applications.
10 Camera Scan Rotates through the screen divisions.
11 ViewLog Brings_up th_ese options:_Video/Audio Log, Sy;tem Log, Search POS Data,
POS Live View, Live Object Index, Search Object Index and E-Map.
12 Configure Accesses System settings.
13 Schedule Sets up recording schedule.
14 Monitor Starts monitoring.
15 Camera Select Selects the desired camera number for main division view.
16 Screen Division Selects screen divisions.
17 Exit Brings up these options: Login/Change User, Logout, Minimize, Restart

Multicam and Exit.
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Press [F7] on the keyboard, or click the Monitor button to start recording. By default, every camera
records with the following settings:

® |n Motion Detection mode

® With the 320 x 240 resolution

® With Geo Mpeg4 codec

When working with the system, you will undoubtedly want to change the settings as you go along.
The buttons provide quick access to several popular Main System settings. Click any button to see

the menus to these settings. Let's start with the Configure button.

System Configuration

Click the Configure button and select System Configure. You may configure cameras and global
recording parameters in this dialog box. Changes made to the General Setting tab would apply to all
available cameras attached to the system, while changes made to each camera tab apply only to the
individual camera. In I/O Device tab you could add and configure I/O devices. HotLine/Network tab is

used to configure the system for connection to network or mobile.
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1] 4 | Cancel |

Figure 1-3

Configuring Global Recording Parameters
Let’s start with the options in the General Setting tab:

[Startup] The Startup options instruct the system to enable selected features at Main System startup.
W Start Monitor: Select one of the following monitor control modes at startup:
Monitor All: Allows you to monitor all cameras and I/O (if available) at startup. It is the same as
to manually click Monitor button and select Start All Monitoring. (For details, see Start/Stop
Monitoring later in this chapter).
Schedule Monitor: Allows you to monitor cameras by schedule. Alternatively you may click
Schedule button, Schedule Start. Refer to Recording Schedule on page 39.
I/O Monitor: Allows you to monitor all I/O devices. Alternatively you may click the Monitor button,

and then select I/0O Monitoring.

Note: By adjusting Monitor Control, you may record or invoke alert methods of each camera with

individual settings. See Adjusting Individual Camera on page 10 to set up your Monitor Control.

B Multicast Server: Allows connection to IP Multicast (one of the remote application) at startup.

(Or click the Network button and select Multicast Server.)
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B TCP Server: Allows connection to Remote View (another remote application) by TCP. (Or click
the Network button and select TCP Server.)

B WebCam Server: Allows connection to WebCam Server at startup. (Or click the Network
button and select WebCam Server.)

B Modem Server: Allows connection to Remote View by a modem. (Or click the Network button
and select Modem Server.)

B Connect to VSM: Allows connection to VSM Server (Or click the Network button and select
Connect to VSM.)

B Twin Server: Allows connection to Twin Server at startup. (Or click the Network button and
select Twin Server). Twin Server is discussed in Chapter 11.

B Connect to CenterV2: Allows connection to CenterV2. (Or click the Network button and select
Connect to CenterV2.)

B Enable Directdraw Overlay: Enables full-screen at startup. (For the related applications, see
Switching to Full-Screen View later in this chapter).

B Enable De-interlace Render: Avoids interlace of the odd and even video lines. This feature
affects only single view mode with the resolution of 640 x 480 and 720 x 480. After enabling the
feature, you must restart the GV-System to apply it.

Note:

1. The Enable Directdraw Overlay and De-interlace Render features can greatly enhance image
quality. If your VGA card supports DirectX9, enable both settings.

2. You may see a warning message “Directdraw Create Overlay Failed” when trying to use

WebCam Remote Control to connect to a server. The message indicates the server has the
Enable Directdraw Overlay feature enabled. It only means the remote side will not see the

images with DirectDraw applied. It is safe to press YES to continue the connection.

Tip: To check the version of your DirectX, search for the file name dxdiag. Open the file and find the

related information. DirectX 9.0C is also included in the Surveillance System Software CD.

Startup Auto Login: Select and press the Arrow button to assign an ID used at system auto
startup. After the setup, the system will automatically login using this ID at next startup, without
asking for ID and Password. For related settings, see Launching GV-System from System Tray
on page 19.

Panel Resolution: Select the resolution from the drop-down list that best fits your computer

monitor screen.
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B Mini-View for Remote Desktop: Squeezes all video channels into a single 320x240 view.
Since you may use Microsoft Remote Desktop (a feature that comes with Windows XP
Professional Edition) to set up the Main System through network, it is important to get smallest

size possible data to transfer over network.

1. Click the Configure button, and then select System Configure.

2. Inthe System Configure dialog box, select Mini-View for Remote Desktop in the Startup
section, and then click OK to apply the setting.
Restart the Main System.

4. To switch between the mini and normal view, click the Configure button and select Mini-

View Switch.

GV-900 R M R ErE R iRl _
® B EapEem

Figure 1-4 Mini View

[Location Name] The given name (maximum 14 characters) is displayed in main screen as the

name of the server.

[Log Storage] Selects storage type (recycle or not recycle) and location.

B Available: Shows remaining hard disk space.

B Recycle Log: Indicates the recording date of the next video file to be erased.

B Set Location...: Press Set Location to select location to save video files to.

B Recycle: When this option is selected, it will cause the oldest files to be deleted when the
system requires storage space for new surveillance videos. If it is not selected, the system will
stop recording when disk space is full.

B Keep Days: Setto keep the files in storage for a set number of days. Users may specify to
recycle at 1 to 999 days. If designated storage space is not big enough to keep all video files for

the defined days, Recycle setting then overrides the Keep Days setting.
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Note: For storage space, GV-250 or above requires 800MB; GV-900 requires 1GB; GV-1000, GV-
1120, GV-1240 and GV-1480 require 1.2GB at least. When one patrtition fell short than minimum,
video files will automatically be saved to next available hard disk; when total available storage space

is lower than minimum, the system will stop recording and show a Disk Space Low! Message.

7 Multicam Surveillance Syste x|

Disk Space Loyl
Flease check Log Location.

Figure 1-5

To solve the space shortage problem, you may add more hard disk space to the system, or to
delete/backup your video files for more storage space. To correctly delete or back up video files, see

Chapter 5 for more details.

[Caption] Enters heading to have it displayed on the upper left-hand corner of the camera screen.
You may choose No for no heading; ID to show only camera ID, or ID+Name to show both camera 1D

+ Name.

[Send Alerts Approach] Click the arrow button to choose whether to be notified by E-mail,
telephone or SMS when alert conditions occur under the surveillance area.

For the telephone setup, see Configuring Hotline/Network Notification on page 16.

For the E-mail setup, see Sending Alerts thru E-Mail Accounts on page 28.

For the SMS setup, see Short Message Service in Chapter 10.

[Exit Option] Check the box to enable the feature. Press the blue Arrow button to switch between
Select Auto Shutdown and Auto Restart Windows. Auto Shutdown closes Windows OS after

exiting GV-System. Auto Restart Windows restarts Windows OS after exiting a GV-System.

[PTZ Control] Adds PTZ cameras to the system. See the later section of PTZ Control Panel for

operation details.

[Monitor Option]
B Start Delay: Starts monitoring after x second(s) when the system is activated.

B Post-Rec Motion: Keeps on recording for a set period of time (1-10 seconds) after motion stops.
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B Pre-Rec Motion: Records video for a set period of time before motion starts. This feature allows

you to choose RAM or HDD as a pre-recording buffer. The difference between the two is that

RAM can save smaller pre-record from 1 second to 1.5 minutes, while the hard disk can save

larger one from 1 minute to 45 minutes.

Enable the Pre-Rec Motion option.

Click the Arrow button beside. This dialog box appears.

Pre-Record Setup |

—{% Pre_Recording using RAWE
Pre-Fecard Performance

= Good ¥ Better " Best " Extra Default |

Pre-Recard Option (pet cameta)

Tatal Frames: I g _I: M. 30 @

Framesrisec
Lirmitation:

— Pre-Recording using HOD
Keep Pre-Record Files 1 Wideo Clips @

1.

To uze RAM az pre-record cache butfer Current uzed frames is 6 frame rate limit
= 1 Available pre-recording time is (6 £ 1) Sec.

Ok I Cancel

Figure 1-6

[Pre-Record Performance] The amount of physical memory of the computer that the system

is running on determines the pre-recording performance. Some options are grayed out if the

computer does not have enough memory for the selections.

This table shows the maximum pre-recording frame rate and the physical memory

requirements of each setup:

Good Better Best Extra
Maximum pre-recording frames per camera (fps) 15 fps 30 fps 60 fps 90 fps
RAM required 128 MB 256 MB 512 MB 768 MB

Note: The recording frame rate is based on a 320x240 recording size.

[Pre-Record Option (per camera)] Determines the number of pre-record frames.

B Total Frames: Specify the maximum pre-recording frames of the system.
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B Frame/Sec Limitation: Specify the maximum pre-recording frame rate (fps) of a

camera.
Dividing the Total Frames by Frames/Sec Limitation, you will get the pre-recording

duration of each camera. For example:

Pre-recording duration = Total Frames = 30 = 5 seconds
Frame/Sec 6
Limitation

[Pre-Recording using HDD] Use the hard disk as a pre-recording buffer. This method

gives you much longer pre-recording time.

B Keep Pre-Record Files: Specify the number of video clips for pre-record. The
maximum number of video clips you can specify is 9, and the time range of one video
clip is from 1 minute to 5 minutes. So the pre-recording time can be from 1 minute to 45

minutes. For the video clip, see the [EventLog Size] below.

Send Event Alerts: Allows you to send out the assigned E-Mail/Hotline/SMS notification when

the selected alert conditions occur. To enable the function, follow the steps below.

1. Check the Send Event Alerts option, and click the Arrow button beside to display this

window.

Alert Events Setup x|

— E-Mail Hotling /ShS Alerts wwhen

¥ “ideo Lost

v Recard Error

[V Disk Ful

¥ 110 Error

¥ Intruder Evert

¥ Missing Object Evert

¥ Unattended Okject Event
[V POS Loss Prevention Event

¥ Scene Change Event

Cancel |
Figure 1-7

2. Select the desired alert events to send out the assigned notification, and then click OK for

the application.

The alert events of Intruder Event, Missing Object, Unattended Object, and POS Loss
Prevention Event are only available when the alarm settings are activated in Counter Application,

Object Monitor, and POS Application separately.

Note: To select the type of notification, see [Send Alerts Approach] on page 7.
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[EventLog Size] Determines the amount of time (from 1 to 5 minutes) of each event file. If you
select 5 Min, a 30-minute event will be chopped into six 5-minute event files; if you select 1 Min, a 30-
minute event will be chopped into thirty 1-minute event files. To decide what to set up here, consider
how often you back up your event files, and how intensive the activity is in your surveillance area.

Smaller file size makes backup process faster.

[Camera Scan] Select to rotate through screen divisions. Click the drop-down list and specify the
amount of time that elapses before switching to the next screen division group. Press the Arrow

button to select the mode of screen divisions.

[Video Record] Click to watermark all recorded videos. Watermark is a way to verify the authenticity

of video streams, and to ensure that they have not been tampered with or modified in any way.

Adjusting Individual Camera
Select any camera tab to make change only to the selected camera. Choose the Configure button,

System Configure, Camera XX (XX represents camera number) to display this dialog box:

x
Camera 15 I Camera 16 I | /0 Device I HaotLine # Metwork
Camera B | Camera 3 I Camera 10 | Camera 11 I LCamera 12 I Camera 13 i Camera 14
General Setting I Camera 1 | Camera & Camera 2 | Camera 4 I Camera 5 I Camera f | Camera ¥
— Camata M ame ideo Resolution : 320x240
ll:amera 3 Brightriees: =———4+—— 128
Contrast: = \iz& Deta
=) . e t |
e il F} Saturation: ———4+—— [1z28 ek
Recording Quality: 4 —————}— i —— [
1 i 1 i 1 &
Frames/Sec: [~ Smart IHiQh j
— hiotion Detect |
Miohion Sensitiviky: B e
I4azk Filter: =2 |.| EﬂE!m

[
MV Rec Video: IMu:utiu:un Detect
[ &pply Advanced Eudec.Setting...

— Maonitor Control

=l (=B

[ Irvvoke Slam:

H :Dutput todule:

[ Invoke to Send Slerts :

()9 [Nty |

Lo .JT
[Mod 1 =|[Pin1 =] [B]

[~ Feagister Maotion Event.

] | Cancel

Figure 1-8 Camera Settings
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Several settings could be configured here:

[Camera Name] The name entered here will appear in the upper-left hand corner of the camera

screen.

[Rec Control] The Rec Control section allows you to set each camera’s recording quality. The

camera'’s recording quality is based on its resolution and compression rate. Higher quality picture will

require more storage space.

Apply to all cameras Adjust recording quality

Rec Control [

Recording Quality: 4 J— .--— Resolution button

Frames/Sec: I_' Smart IH|g|[| i .—-— Frame rate button

Smart recording option Select high/low frame rate

Figure 1-9

Recording Quality: Allows you to adjust the video quality in 5 levels. Higher value means lower

compression rate.

Resolution Button: This button is only available after you change the default video resolution

(see Choosing Video Source on page 30). Click to select recording resolutions.

Frame/Sec: Allows you to adjust camera’s recording frame rate. There are three options

available: Smart, High, and Low.

Smart: The system will distribute as many frame rates as possible to the camera where motion

occurs.

High: The system will distribute high percentage of frames (not a definite frame number) to the
selected camera while the other cameras will share rest of the frame rates. Assuming that all
cameras are in action, selecting High ensures this camera always receive higher frame rate than

the rest of the cameras. Effect can be seen in live mode.

Low: The system will distribute low percentage of frame rates to the selected camera.
Assuming that all cameras are in action, certain cameras are of least importance. The system

can be set Low in order to allow frame rate to go to more important cameras.

Frame Rate Button: Allows you to set the maximum recording frame of this camera so as to

save storage space.
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Rec. Frame Rate Setting il

—Limit “ideo Frame Rate
[ Mz, Frame Rate Rec of Motion

Framesfzec: |10 =

[ fax. Frame Rate Rec of Mon-Motion,
for Econaomic Round-the-Clock

Framesfzec: |10 = @

O I Cancel |

Figure 1-10 Frame Rate Settings

Max. Frame Rate Rec of Motion: Set the maximum frame rate on motion detection. For
example, if you set 10 Frames/sec in the field, the maximum frame this camera will record is 10
frames/second. This setting does not mean it always records at 10 frames/second because the
actual recording frame rate is also affected by other settings in the system and CPU loading.
Max. Frame Rate Rec of Non-Motion for Economic Round-the-Clock: This option provides a
space-saving solution for the round-the-clock recording. Set the maximum frame rate for non-

motion periods so as to save as much storage space as possible.

[Motion Detect]

Motion Sensitivity: There are 10 levels of sensitivity for motion detection. The higher the value,
the more sensitive the system is to the motion.
Mask Filter: Mask instructs the system to ignore movement within the masked area. Mask
could be applied to repetitive motion that should be ignored within the surveillance area, such as
street trees. Buttons used to modify the masked area are as below:

Apply to all camera Adjust Sensitivity

|
- M otion Detect P}

Mation Senzitiviby: £ e
Meskler I [GRIEI08—] clear mask
Set mask color — Cut mask
Add mask

Figure 1-11
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[Monitor Control]

Apply to all camera Recording Codec

~Monitor Contral (]
IV RecVideo: [MotionDetect ¥| 4=d[BH— Day-Night Recording Mode

v fpply Advanced Codec Setting. . @}— Advanced Codec Setup
¥ Invoke Alarm: IIi]'ﬂj IN-:utif_l,l AT Alarm Type
¥ lrevoke to Send Alerts ; Low E—— Delay Time Setup

v Output Module: [Mod 1 *][Fin 1 =] [BH— Delay Time Setup
v Hegister Motion Event

Figure 1-12 Monitor Control Setup

B Rec Video: Enable the recording function. Use the drop-down list to select the desired
recording mode: Motion Detect, Round-the-Clock or Day/Night.
Recording Codec: Select the method of recording compression for your video: Wavelet, Mpeg4,
Geo Mpeg4, Geo Mpeg4 (ASP) or Geo H264.
If your video resolution is set to 720 x 480 (720 x 576) or above, the only choices here are Geo
Mpeg4, Geo Mpeg4 (ASP) and Geo H264.
For details on video resolution, see Choosing Video Source on page 30.
For details on Geo Mpeg4 (ASP), see Geo Mpeg4 (ASP) Advanced Settings on page 15.
Arrow button: Click to bring up the Day-Night Recording Mode setup dialog box as shown on
page 14.

®  Apply Advanced Codec Setting: See Geo Mpeg4 (ASP) Advanced Settings on page 15.

B Invoke Alarm: Sends computer alarm (.wav sound file) on motion detection.

B Invoke to Send Alerts: Sends an assigned alert (E-Mail/Hotline/SMS) when motion occurs.
Use the slider bar to specify the motion duration to invoke the alert. The choices include High
(0.5 seconds), Normal (1 second), and Low (1.5 seconds). For example, suppose you choose
High. When motion remains for 0.5 seconds, the alert will be sent out.

B Right Arrow button: Click to set the delay time to activate assigned alerts.

B Output Module: Triggers the specified output pin on motion detection. Use the drop-down list to
select an output pin to perform this function.

B Right Arrow button: Click to set the delay time to activate the assigned output module.

B Register Motion Event: Records motion events to System Log.
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Note: The delay time functions in Invoke to Send Alerts and Output Module allow you time to
deactivate prior alert and output settings. To deactivate these settings, you may stop monitoring or
enable the assigned input module set at “Deactivate notification when selected pin ON" in Figure
2-9, in Chapter 2.

[Video Resolution] Allows you to adjust video characteristics such as brightness, contrast,

saturation, and hue.

Setting Up Day - Night Recording Mode

Day-Night Recording allows you to set up different recording modes for different time frames of the

day. Each day can be divided to 4 time frames, each represented by 1 Span (up to 4 Spans).

Click the Day-Night Recording Mode button in Figure 1-12, and this dialog box appears.

Day-Night Rec Mode Setup x|

—Time Span Setup

I Spant: famon:on =~ [aM 03:00

Iv' Span2: o . =) = IVEI.L\ .
R I Ml 0500 = M 10:30

|v' Spani: =] . = ~ [T .
p 12:00 I 18:00

Irumtinn Detect j

|Round-the-clock |

[Motion Detect |
|Round-the-clock |

W Spand:  [PmM2000 = - ||7 P 21:00

[ Weekend Apply.  [Round-the-clock | @)
f* Sunday & Saturday " Sunday Only Cancel |

Figure 1-13

EEIEREN EEFEE

1. Enable Spanl and specify the Start time in the first time field; click the check box in the second
time field and specify the End time.

2. Use the drop-down list to select recording mode for the Span 1.
Repeat above steps to set up multiple spans if required.

4. If you do not wish to apply your settings to the weekends, enable the Weekend Apply option and
select recording mode for the weekend. Use the radio button at the bottom to define whether
your weekend includes Sunday and Saturday or Sunday only.

5. Click OK to apply the settings.

Note: If the End time field is disabled, the span will run to the start of the next span.

Page 14



Chapter 1: Configuring Main System

Geo Mpeg4 (ASP) Advanced Settings

The Geo Mpeg4 (ASP) codec supports a number of advanced settings that allow experienced users

to fine tune the encoding process.

In Figure 1-12, check the Apply Advanced Codec Setting option, and then click the @l button

beside. This window appears.

Geo Mpeg4{ASP) advanced setting

Source
e

Compression
| — Y 1

— Setting — Evaluation Yidea
Subpixel precision Quantizer: 4 -
@ flsel p @ Encode size | IPtzDDme J
| it e = —t _—
[2) Inter-frame threshold: 2 [2) Max keyfrarme interval: Encode speed Frames per secand:
120 '
—1 f
Stop
Cefault: 2 IRecDmmand j Ok | Cancel |
Figure 1-14
[Setting]

B Setting: Click the drop-down list to select High speed, Recommend, or High compression

rate for default configurations. Or, select User-defined to define encoding settings yourself.

B Subpixel precision: Click the drop-down list to select Full, Half or Quarter pixel.

Full pixel: Fastest compression speed, medium compression rate, and normal image quality.

Half pixel: Fast compression speed, high compression rate, and better image quality.

Quarter pixel: Slow compression speed, highest compression rate, and better image quality.

B Quantizer: Raising the value will improve compression speed and dramatically increase

compression rate, but reduce image quality.

m Inter-frame threshold: Raising the value will improve compression speed and rate, but

reduce image quality slightly.
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B Max. keyframe interval: Raising the value will extend the duration between key frames
and increase compression rate, but reduce image quality slightly. Compression speed remains

the same.

[Evaluation]

B  Encode size: Click to calculate the encoding size based on your encoding settings (see [Setting]
above) and assigned video clip (select PTZ dome or street from the drop-down list). Click the
Stop tab to stop the evaluation.

B Encode speed: Click to calculate the frame rate based on the encoding settings (see [Setting]

above) and assigned video clip (select PTZ dome or street from the drop-down list).

Configuring Hotline/Network Notification

System Configure x|

Camera 2 I Camera 9 | Camera 10 I Camera 11 I Camera 12 I Camera 13 I Camera 14
General Setting I Camera 1 I Camera 2 I Camera 3 I Camera 4 I Camera b | Camera B | Camera ¥
Carnera 15 I Camera 16 I | /0 Device HaotLine / Nebwork:

— Modem Setup — TCP Server
Modem Device: |RaS PPRoE Line0D0D [ ] Emelt 11592.168.0.108

Com Part: I =l Detect...l Pt |355E| Default |

W fissign IP: IHealtek RTLE139 Family PL vl

— HotLine Alert 1 — Multicazt Server
¥ Add to HotLine Alerts List Bind IP: [192.168.0.108
[ — Port: |355|J Default |
=1 7 s [P ——
= Attach Test Message — ¥ Assign IP: IHealtek RTLE133 Family PC l
[311.971.911.911 Defaui| [ HotLine Option
_ HotLine Alerts Interval: 5 = kdir
 Attach Audio Message =23
I LI —HatLine Attach Audio Message
[[i]']:'j Flay | Bec... | Browse, | Audio Meszage Play Repeat: I'| o 3: Tirmes

When Received HotLine Alerts,

el b B2 S g Fleaze Press ' * ' before Hang-up the Call

0K |

Figure 1-15

[Modem Configure] If you have installed modem in this PC, select the corresponding device and

port, then press Detect button to test your modem.

Note: Internal modems (PCI or ISA) are not recommended.
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[HotLine Notice x] The event can be set to trigger phone calls or pagers, up to three (3) units. A

text message may be sent to the pager.

Enter the text message I _l
w

Enter the telephone number

— HotLine Alert 1

¥ fidd to HotLine Alerts List:
! T

' Attach Text Message —

{311.911.911.911 Default | telephone icons
 Attach Audio Message ]

1
ﬂ:]']:':l Play I Rec... I Elru:uw&e...l
*Format: PCk 8,000Hz,8Bit, mono™

Figure 1-16

1. Click atelephone icon.

2. Enable the Add to Pager/Tel hotline Notice List option.

3. Type the telephone or the pager number in the field.

4. Enable Attach Text Message and type the text messages to be sent to a pager.

The system allows you to send a custom sound file to telephone. Your computer must have

microphones connected to the MIC input of GV-System for this operation. To record a sound file,

follow these steps:

Click the Rec button to bring up the following dialog box:

«}-Sound - Sound Recorder M= B
File  Edit Effectz Help

Pogition: Length:

0.00 gec. 0.00 gec.
1

_

s 228 L R

Figure 1-17

Click the Record button to start recording. Speak the message script clearly to the microphone.
Click Stop button when it is done.
Click the Play button to listen to the recording. To save this sound file, click File, select Save as,

and then click the Change button. This brings up the Sound Selection dialog box, shown as:
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Sound Selection 2| x| I
Marme:
I[untilled] j i Eemove |
Format: IF'I:M j
Aftributss:  [8,000 Hz. 8 Bit, Mano akBs 7|
OK | Cancel |
Figure 1-18

4. Select PCM 8,000 Hz, 8-bit Mono, the only format supported for this feature, and then click OK.

To find a sound file, click the Browse button to locate the file. Add the path of the file to the field, and

the file will be sent with the telephone calls.

[TCP Server] Allows you to setup TCP server. Enable Assign IP to enable the drop-down list.
Select the network card from drop-down list and your IP address will be displayed in Bind IP. The
default port number for TCP server is 3550; you may assign different port by entering the port number
in the Port field.

[Multicast Server] Allows you to setup the Multicast server; its operation is similar to the TCP server

setup described above. The default port number for Multicast server is 3650.

Note: GV-System automatically checks the dynamic IP of your PC every one minute. This ensures
connection of remote applications, including Remote View, IP Multicast, WebCam, and Remote

Playback.

[HotLine Option] If motion persists, decides how often, specified in minutes, the system should send
a notification to you before the motion ends.
[HotLine Attach Audio Message] Specifies how many times to repeat the audio message when a

telephone call is made to you.

Selecting Screen Layout
This feature gives you the option of screen layout for the 8, 12 and 16 screen divisions.

1. Click the Configure button, and then select System Configure. The System Configure window
appears.
2. Inthe Startup section, click the Arrow button next to the Panel Resolution item to call up the

following window. The left mode is the default layout; the right is the enhanced layout.
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Quad enhanced x|

v linclivate Suad Enhanced:

8 Channel: E -z ===

([ [ |

ENEN

12 Channel: = =-=

([T 1]

AEEEN

16 Channel: = s

i

[ LT T 1]

O I Cancel | @
Figure 1-19

3. For the enhanced layout, click the Activate Quad Enhanced option, and click OK.

4. Restart the GV-System to apply it.

Note:

1.

Launching GV-System from System Tray

When the enhanced screen layout is applied, the camera 1 view will show on the central screen;

when the popup feature is enabled, the pop-up view will show on the central; when the camera

scan feature is enabled, the scanned view will show on the central.

If you are using the DSP card, GV-System won'’t support the enhanced screen layout.

The feature lets GV-System appear in the system tray when you launch Windows, instead of

displaying the system login window. To enable the feature, follow these steps:

Click the Configure button, and then select System Configure. The System Configure window

appears.

In the Startup section, click the Arrow button next to the Startup Auto Login item to display the

following window.

L 'h 0

—Startup Auto Login User

ID: |

Fassword : |

Startup Auto Login Setup I x|

[T Auto Cogin in Fullscreen Made

v Startup Silently Hide into Bystern StatusBar

A Cancel |

Figure 1-20
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3. Check the Startup Silently Hide into System Status Bar option, and then click OK to close the
window.

4. Restart the GV-System. You will see the following icon shown on the system tray.

|m%{agﬁg 11:13 AM

The GV-system icon

Figure 1-21

Camera/ Audio Install
Click the Configure button and select Camera / Audio Install to bring up the following dialog box:

Camera / Audio Install x|
—Camera ———  —Wizve-In Device
Activate | Aucdio : |Audi01 j v Wizve Out
—Stattup —————— | Monitar 7 ¥ Rec Audio
Senzitivity: .I "’r%

Default Screen
W Division

Gain 3 ANIUERT R .l‘| i
W Limitport [16 =] Conral - — AU

h

Figure 1-22

[Camera] Click the Activate button and specify the cameras to be viewed by default. Cameras

deselected from viewing do not affect the cameras being recording.

[Startup] Configure the startup camera screens and screen divisions.

B Default Screen Division: To select the desired screen divisions at startup, check the item and
click the right arrow button.

B Limit Port: To restrict camera screens at startup, check the item and select desired port

numbers. This function will execute at next system startup.

[Wave-in Device] Adjust audio devices to record and listen to live sound. Please note this feature is
only available for the resolution of 320x240, 640x240, 640x480 De-interlace, 720x240 (only NTSC)
720x480 De-interlace (only NTSC), 720x288 (only PAL), and 720x576 De-interlace (only PAL).
B Audio: Choose to set up an audio channel from the drop-down list.
B Monitor Sensitivity: Adjusts sensitivity of the audio that will be detected. The higher the value,
the more sensitive it is to the surrounding sound.
Gain Control: Increases or decreases the gain of the microphone.
Wave Out: Select to listen to live audio at the server PC.

Rec Audio: Enable to activate the audio recording function.
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Setting Up Auto Reboot

The Auto Reboot feature restarts your Windows at a scheduled time. Click the Configure button, and

then select Auto Reboot Setup from the menu to bring up this dialog box.

Auto Reboot Setup x|

v Auto Reboot System

Dy Interval: I 1 _I:

Reboct Time : 1:5506 Ph = Cancel

i

L2

{* Restore Last Status
 Apply Startup Settings

¥ Delay for Cancel Reboot: I 30 Sec.

[v wistchDog Reset if Reboot System Suspend and Fail

Figure 1-23

[Auto Reboot System]

Enables the setup for reboot time. Specify how often (from 1 to 14 days) at the Day Interval selection

field, and when the Windows should reboot at the Reboot Time.

B Restore Last Status: The system will resume the last operation after rebooting, e.g. camera
recording.

B Apply Startup Settings: The system will apply your Startup settings in the System Configure

window after rebooting.

[Delay for Cancel Reboot] When the item is checked, a warning message will appear and count
down your specified time before the reboot schedule begins. Clicking the Cancel button on the

prompt will cancel the rebooting.

[WatchDog Reset if Reboot System Suspend and Fail]

Prior to Reboot Time, if GV-System finds any abnormal Windows operation that may hinder the Auto
Reboot, GV-System will instruct a hardware reboot of Windows. The feature is available only in GV-
600, GV-650, GV-800, GV-900, GV-1000, GV-1120, GV-1240 and GV-1480.

Note: GV-System must already be added to Windows Startup menu; only so will the Windows
automatically restart GV-System after a reboot. Also, make sure you've correctly connected a GV

video capture card to your motherboard for the hardware watchdog feature.
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Logging System Activities into System Log

GV-System can monitor security events by recording the login and logout of system resources. No
events will be recorded to the System Log until you activate the desired event logs. To activate the
log, click the Configure button, and then select System Log Setting to display the following dialog

box.

Activate System Log |

v General Event v Login/Logout Event
¥ Monitor Event ¥ POS Event

v Counter Event

Intetval of Maotion Event : IED Sec.
Intetwval of Input Event : IED Sec.

—Default Yideo Player

Monitor Takle I"-.-"iewLu::g j
POS Takle: |quick Search = |
Impott Presious Days of I—
; ) 7
Live Log Broveser:

Available: 1.03 B

v Keep Days:

W Recycle | @ Cancel |
B

Figure 1-24

General Event: Record system startup/exit, network server start/stop, and recording start/stop.
Login/Logout Event: Record local user login/logout GV-System and WebCam Server.

Monitor Event: Record motion-triggered and I/O-triggered events. For this feature, you must
also enable Register Motion Event in Figure 1-12 and Register Input Event in Figure 2-1 in
Chapter 2.

POS Event: Record POS transaction data.

Counter Event: Record counting results.

Interval of Motion Event: Specify the log interval between motion-triggered events. This setting
could prevent the System Log growing too big when trying to log all events under a motion-
intensive surveillance area.

m Interval of Input Event: Specify the log interval between I/O-triggered events.

[Default Video Player]
®m  Monitor Table: Specify the playback software for playing back monitor events. Each playback
application is discussed in details in Chapter 4.

B POS Table: Specify the playback software for playing back POS events.
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[Import Previous Days of Live Log Browser] Specify how many days of data to be loaded to the

System Log.

space is below 500MB.

Set Location: Click the Set Location button to specify a storage path. The available free space
will be displayed in left hand side.
Keep Days: Set the number of days to keep log files.

Recycle: Enable the system to delete old log files to make space for new files when HDD free

To view and learn more about System Log, see page 35.

Popping Up a Camera Window on Motion Detection
Using this feature, you may view the pop-up camera at the moment event occurs. To set up, click the

Configure button, and then select Camera Popup Setting. This brings up the following Camera

Popup Setting dialog box.

Camera Popup Setting

Dol Time: I S Sec.
Irterrupt Interyval: I 1 Sec.

—iCamera hMation Invake

Wi [ 8 [ 8 [viz
2 W& W10 [ 14
N a W7 W11 [ 15
W 4 [ & [ 12 v 18

Check Alll Clear All |

X

— Mo, 1 Jj Clear &l I—

InpLt 1 K
’]7 Inpt Invake: ICamera1 vl

8124 I Cancel |

Figure 1-25

area of activation).

Dwell Time: Specify the amount of time a pop-up camera window to remain in the foreground.
Interrupt Interval: This feature is useful when more than one camera is set for pop-up
notification. If cameras are all activated at the same time, specify the interrupt interval here
would allow you to set the amount of time between camera pop-ups.

Camera Motion Invoke: Choose which camera you wish to have auto pop-up on motion-

triggered event. (Use the Mask Filter function in camera settings, Figure 1-8, to adjust the

Input Invoke: Use this function to have an 1/O device trigger the auto pop-up.
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Configuring Object Counting

Object counting in GV-System provides bi-directional counting of objects under the surveillance area.

When defined, it could count any objects, such as people, vehicles, animals, etc.

1. Click the Configure button, and then select Counter Application Setting. This brings up the

following dialog box.

Camera Applied as Counter x|

—ichoose Cametra [ max. 4]

W1 [ s 3 [ 13
T2 W& [ 10 [ 14 Clear All

s Wi [T [ 15 0K

[T 4 [ & [42 [ 16

Configure..

Cancel

¥ Undate the Log every: I 60 Min.

v Show Object

Figure 1-26

2. Select the desired cameras for the counter application.

3. Click the Show Object item in the lower of the window to put a rectangle around the object being
tracked.

4. Click the Configure tab to open the Counter Application Setting dialog box, shown as follows.

This is where you define the counter to count target objects.

Counter Application Setting

—hoose Camers
ICamera 10 j

— Definition
¢ Define Detection Zones |X|

{ Defing Ohject Size

ol ?
— Senstivity

3 ' ' " ' '

—Setting
[+ Enable Counting
£ 1 way Courting

% 2my Counting @)

—Test Count ——————— —Courting Resuft
¥ 1 -= 2 &larm . T
W 251 Al IDoor Demo vl Test .
w2 A Ot : 1]
Option
& Bounding Box Around Maving Ohject v Invoke Alarm : |
& Bounding Boxes On Maving Ohiect v Output Module : IMDd. 1 v”F‘in. 1 'I
[+ Enable Mask i T @
o |

Figure 1-27

5. Inthe Choose Camera section, select a camera from the drop-down list for setup.
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10.

In the Definition section, there are two options:

B Set Detection Zones: Use the mouse to outline detection regions on the video image.
Number 1 is for region 1; number 2 for region 2. Defining multiple regions 1 and 2 is
practicable. Clicking the delete (blue X icon) button will clear all defined regions.

B Define Object Sizes: Use the mouse to outline a region matching the normal size of the
targeted object. If the video is playing, first click the Snapshot button to freeze the image

before defining.

In the Setting section, the three options represent:

B Enable Counting:
1 Way Counting: When an object appears in region 1 and then enters into region 2, it will be
counted as 1 in.
2 Way Counting: When an object appears in region 1 and then enters into region 2, it will
be counted as 1 in, and when an object appears in region 2 and then enters region 1 it will be
counted as 1 out.

B 152 Alarm: When an object enters from region 1 to region 2, the event will be recorded as
“Intruder” in System Log for later retrieval.

B 21 Alarm: When an object enters from the defined region 2 to region 1, the event will be

recorded as “Intruder” in System Log for later retrieval.

In the Option section, select how you want to highlight the detected object. If Enable Mask is

enabled, masks will be displayed on the detection regions.

If the alarm settings in step 7 are selected, the following options will be enabled:

B Invoke Alarm: Activate the computer noise alarm when an object enters a defined region.
Click the button next to the item to assign a wav sound file.

B Output Module: Enable an installed output device when an object enters a defined region.
Assign the output module and pin number.

B Never Recycle: When the item is checked, the alarm-triggered events won't be recycled

even when disk space is full.

To test your settings of counting, select Live from the drop-down list, and then click the Test
button. Notice how the number changes in the Counting Result section when objects pass
through the detection regions. There are three options in the drop-down list. Live tests your
current settings; Door Demo and Traffic Demo are pre-recorded events, showing how the

application counts objects in two actual DVR examples.
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Mapping PTZ Cameras

This option assigns a PTZ camera to its corresponding camera channel for either the local or the

remote applications. For local applications, see Auto Switching PTZ Control Panels on page 46.

For remote applications, this option will let you control PTZ cameras by the WebCam or Center V2
server. For the setup, add at least one PTZ camera to the system. Click the Configure button and
select Camera Mapping PTZ Dome from the menu to bring up the following dialog box. Select a
camera channel by using the camera tabs in the upper part. Select the PTZ camera connected to the
selected channel from the Device drop down list. If you have two identical PTZ cameras set in the
system, you may use the Address drop down list to choose the one with the correct address. Click

OK to apply the settings.

Camera Mapping Setup ﬂ
] Camera 2 I Camera 3 I 1 I ’l

Mame: I Camers 1

Device: IPeIco Dome j

Address: IAddr:D j

QK I Cancel |

Figure 1-28 Camera Mapping Setup

Setting Up Password

The password setup allows you to assign permission and rights to users. You can create up to 1,000
passwords. The system will control and restrict access to system resources based on the permission
and rights associated with each user account. Only Supervisor account level is pre-set with the
access to the Password Setup function. Click the Configure button, point to Password Setup and

select Local Account Edit to display the following window.
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x
by Guest [T Accountis disabled
d User
Powerlser I !
Supervisar Fassword : [* 55
- 3 Hint : B -

Level : |Supewisor

[~ Exportthis 1D for remote control (GY-Keyboard)

[~ Login this 1D automatically (Single user mode)

[¥ Monitor Start —Camera [Live)
EMonitorStnp = O
+ Metwork Start p 1 F; EV AW i3
Koo Sl M2l ¢ II; 1-0:; 14
I¥ Zchedule Start

¥ Schedule Stop ¥V 3 7¥ 11 15
¥ Input State IV 4 8 ¥ 12[¥ 1E
¥ output Contral

FP1Z — dudio [Live)
[+ Systerm Setting = O
¥ video Atribute

I¥ Dhject Tracking i1 & 3F 13
IEEl_:Iit_Passwnrd(Super\risnrOnlw W 2FF EF 10 14
v Winimize or Logout F ik i F 11F &
¥ Full3creen Enter Al oF 2 6
[“FullScreen Exit

[¥ Snapshot

b ulticar I b uilticast I Wiewlog I Remate Wiew I wiehcanm

Control Certer I Privacy Mask I Other
Mlew | RBmDVEl SearChl Remote Flayback | Fast Backup & Restore
¥ ®llow removing password system: Ok I Cancel |

Figure 1-29

Adding a new user:

1. Click the New button at the lower-left hand corner to bring up the New Account dialog box.

New Account A

1D :

Password

Hint :

|
|
Password Confirmation |
|
|

Lewveal

Ok I Cancel |

Figure 1-30

2. Enter the user’'s ID name and password. Re-enter the same password in the Password
Confirmation field.

3. Give a Hint (optional) that would remind you of the password.
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4,

Select the user’s authorization level: Supervisor, PowerUser, User or Guest. By default, users
belonging to the Supervisor level have full rights over GV-System settings. PowerUsers have the
same permission and rights as Supervisors, except that they cannot edit user information and
delete the password system (described later). Users belonging to the User level are restricted to
all system settings, and have only limited access to certain functions. Users in the Guest level
can only view videos.

Click OK to add the user.

Editing an exiting user: (Only supervisors are allowed to do it.)

1.

Select a user from the user list to display its properties. Or, right click on any of the user levels
(User, PowerUser, Supervisor), and then select Find Specific Account for quick search. A valid
password is required to edit a supervisor.

Edit the properties as required. Check the Account Is Disabled item if you wish to disable this

user.

Three options you may also find in this dialog box:

Login this ID automatically: Enabling this option allows auto login with this ID.

Export this ID for Remote Control: This option allows the export of users IDs for the remote
control. When it is checked, you can see the designated ID in the drop-down menu of login.
(Note: For the operation of remote control, the password should be restricted for digits.)

Allow removing password System: This option lets users remove the ID and password
database from GV-System. To do this, select this option (only Supervisor level users can make
the selection), and then find PassUnlInStall in the system folder. Click the application, and a
message prompts to you for confirmation. Click Yes to remove the entire ID and password from
GV-System.

Note: If the Allow Removing Password System option is not checked, the loss of passwords will

require the reinstallation of Windows and the reset of passwords.

Sending Alerts thru E-mail Accounts
It is possible to send alerts through E-mail accounts on motion or I/O triggered events. You may first

set up your server to handle the sending of alerts. Follow these steps to set up an E-mail account:

1.

Click the Configure button, and then select E-Mail Setup. This brings up the following dialog box:
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EMail X
—Mail Setup
SMTP Server: I gecision.com b Text Content: E;f
E-Mail Fram: I joycechang@geovision.com tw test...
E-Mail Ti: I cocaasdl 1 @yshoo.com
Charset: | Unicade (LITF-8) =]
Subject: IAIer‘ES!!!! ? Test Mail Account |
—attach Image Setup E-Mail Aletts Setup
v Attach [ Pic. E-Mail Alerts I hir.
v fibg >|ieoxiz0 =1 ( Interval: >
—Option
v Auto Maodemn dial-up vwhen not connect v Dizconnect 5| hir.
o irternet . Delay:

v SMTP Mail Server requires authenitication

Account: Ijaycechang

Pazswiard:

I AEREEERES

[0],4 I Cancel |

Figure 1-31

In the Mail Setup section, set up following fields:

B SMTP Sever: Enter your mail server name.

E-Mail From: Enter the reply E-mail address (optional).

You have the option to attach an image with the

E-Mail To: Enter the E-mail address you want to send alerts to.
Charset: Select the character-set to be used when sending mail via the system.

Subject: Enter a subject that would come with the alert message.

alert when sending mail. Click to enable the

option. Select image format from the drop-down list, and the image size.

In the Pic. Field, enter how many snapshots (max. 6) you wish to receive in an event.

Press the Arrow button if you wish to tag the snapshot with Time/Date, Camera number, and

Location name. Select Transparent makes the

for you to choose your text color.

tag background transparent, and Color Box is

Click the Test Mail Account button to test if E-mail function is working correctly. You may click

OK here or go on to set up with following options:

[Email-Alerts Setup] If the camera continues to detect motion then the GV-System will continuously

send E-mails to you. You may specify the interval between E-mails. The default interval is 5 minutes

(configurable from 0 to 60 minutes); therefore if moti

will receive 3 E-mails. If motion lasts for less than 5

on lasts for more than 15 minutes it means you

minutes, then you will receive only one E-mail.

Page 29



Chapter 1: Configuring Main System

[Option] Select Auto Modem dial-up to dial-up automatically when the system is instructed to send
E-mail alerts. The Disconnect Delay disconnects the system from Internet after the set number of

minute(s) (from 0 to 30 minutes).

[SMTP Mail Server requires authentication] If the SMTP mail server needs authentication, select

this item and enter your account name and password.

Choosing Video Source
Video Source sets the video standard of your system: NTSC or PAL. Click the Configure button, and

then select Video Source to display the following dialog box.
[Video Setup] Determines a video standard for your system.

Video Standard: Select a video standard used in your country.

Video Resolution: Consider your priority in image quality or CPU usage before making a

selection.

® For NTSC, the image quality and CPU usage from the highest to the lowest is: 720x480,
720x480 De-interlace, 720x240, 640x480, 640x480 De-interlace, 640x240, 320x240.

® For PAL, the image quality and CPU usage from the highest to the lowest is: 720x576,
720x576 De-interlace, 720x288, 640x480, 640x480 De-interlace, 640x240, 320x240.

X

Yideo Setup

Yideo Standard: INTsc_M j

Yideo Resalution: 7 20:x480 De-interlace [hd

Ok I Cancel |

Figure 1-32

Optimizing System Performance
Click the Configure button and select Performance from menu. This function is only available to

GV-650, GV-750, GV-800, GV-900, and GV-1000.

B Preview Master: The display speed increases because the system resource will focus on the
monitoring after click Preview Master.

B Both Master: Both display and recording speed is at the average because the system resource
is allocated equally.

B Record Master: The recording speed increases because the system resource will focus on the

recording after select the Record Master.
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Adjusting Video Attributes

This feature lets you adjust video attributes to get the best picture. Click the Configure button and

select Video Attributes to have two selections: Standard and Advanced.

Standard Video Attributes
Adjust image quality by moving the slide bars to the desired values. Click Default to apply default
values. Click the left and right arrow buttons to select a desired camera for setup. Or, click the

finger button to apply the displayed settings to all cameras.

Standard Yideo Attributes x|

—icamera 1

Brightness: ——4—— |[123
Cortrast. ~———l—— |42
Saturation; ———f—— |15
Hue: —_—— |13

e Diefault

o e

Figure 1-33

LRREN

Cancel

AGC (Auto Gain Control): Adjusting AGC help boost weak video signals or reduce strong video
signals, and gives optimized image quality. The adjustment could be done manually or automatically.
When a video signal is weak, for example, due to distance, adjusting the brightness or contrast of the
video source will NOT help the situation. Adjust AGC and see the difference. (Depending on the

model purchased, this feature may or may not be available.)

In the Auto Gain Control window, click Auto for auto adjustment, click Default to apply default values,
or click Apply to apply the displayed settings. The default value is set to 1.15V (115), but you may
move the slider bar to adjust between 0.3V (30) or 2.5V (250).
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Advanced Video Attributes

This feature lets you know the image size after quality and image adjustment.

[Mulitcam]

Bichy vt oo Widleo Allrilustes

[ |

Figure 1-34

Camera drop-down list: Select a camera channel for the application.
Codec Selection: Select a desired type of compression.
Image Adjustment (Brightness, Contrast, Saturation, Hue): Move the slide bars to adjust
image attributes. Click the finger button to apply the displayed values to all cameras.

B Recording Quality: Move the slide bar to increase or decrease the picture quality. Click the
finger button to apply the selected quality to all cameras.

B Image Size: Keyframe indicates the compressed file size while Frame shows the partly

compressed file size after quality and image adjustment.

Note: The smaller image size means higher video compression and smaller file size, thus extending

the recording capacity.
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[WebCam, Center V2, Control Center]

o ] ewem |

Figure 1-35

Quantizer: The bigger the Quantizer, the poor the image quality.

Quality: The default Quantizer for High is 2, for Medium is 4 and for Low is 6. The adjustment
rules between Quantizer and Quality is: Quantizer for High < Quantizer for Medium < Quanitzer
for Low.

B Bits per second: Indicates the data transmission speed after quality adjustment.

Switching to Full-Screen View

For full-screen display, first select the Enable Directdraw Overlay option (Figure 1-3). Click the
Configure button, and then select Full Screen to switch to full screen. Right-click on the full screen
and select Toggle Full Screen to switch back to normal view screen. Alternatively, press [F] on the

keyboard to toggle between full-screen view and normal screen view.

Listening to Live Audio
Choose the Configure button, point to Wave-out, and then select the audio channel you wish to

listen to.

Deactivating Video Lost Beep
To stop a beep noise when any of videos lost, click the Configure button and select Disable Video

Lost Beep.
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Start/Stop Monitoring

Select the Monitor button and select to start or stop all or individual camera monitoring. Camera
Name at the upper left corner of the view screen changes from yellow to red color when motion
detected. (Blinking represents the camera is detecting motion). [F7] is the shortcut key of this

operation.

Tip: To take a snapshot of the current frame, position your cursor over on the Camera Name. When
the Hand button appears, click to open the Save As dialog box, shown as below. Save and tag the
frame with Time/Date, Camera number, and Location name. Select Transparent will make the tag

background transparent, and Color Box is for you to choose your text color.

saveas 2] x|

Savejn | i GV-SRT-0104 <] « @ ok -

CammR.es
FTPWebHTML

tables

template
ViewLogS00_CommRes
WebTemp

Specify file name ——— Filename: | Save

Save as type: Idc:.: File [*.dcx] j Cancel |

Select file type

Click to tag time/date ————————— [~ TimeiDate
Click to tag camera number ——— [ Camera
Click to tag location name ™ Location

Transparent Text Background

[~ Transparent

il
[ ]

Color Box

Figure 1-36

Playing Back Video Files

The ViewLog button is used for playing back video and audio files. This function is discussed in
Chapter 4.
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Instant Playback

You can instantly open ViewLog to trace the event(s) of a certain time length without interrupting the

morning.

» Toinstantly play back the event(s) of one single channel, click on the Camera Name, and then
select the time length.
» Toinstantly play back the events of all channels, click on the ViewLog button, select Instant

Play, and then select the time length.

Time length choices include 10 seconds, 30 seconds, 1 minute and 5 minutes.

System Log

System Log displays detailed information about the GV-System and remote operation. This
information is being saved in a database Access format for this can be a useful tool to Supervisor. To
view the System Log, Click the ViewLog button, and then select System Log from the menu. This
brings up the Live Log Brower viewer as shown below. The Log Browser viewer displays five type of
event information. Use the control tab to switch between them. Click the [...] icon on the upper right

corner to bring up Advanced Log Browser screen.

[Monitor] Displays information pertaining to motion and I/O events. Double click on the log list will
allow you to view related video in ViewLog or Quick Search (depending on the video player you

selected in the Activate System Log dialog box on page 38).

Live Log Browser - Recycle Log: 7/29,/2000 16:48 ﬂﬁl
Muonitor | gystern | Login | Counter | POS 1 | Pos 2| POS 2| POS 4]
1D | Time | Device | Infarmation | Event ;I
100 F3042000 2:38:02 P Camera 3 (B Mation
1m TA3042000 2:38:02 P Camera 4 [ Motion
102 FAA042000 23802 P Camera b [ Motion
103 73042000 2:32:02 PM Camera B (B Mation
104 F3042000 2:38:12 P Camera 1 (B Mation
105 TA3042000 2:38:12 P Camera 2 [ Motion
106 FAA042000 23812 P Camera 3 [ Motion
a7 FA30/2000 23812 PM Camera 4 (B Mation
108 F3042000 2:38:12 P Camera b (B Mation
104 FA3042000 2:38:12 PR Camera B (B totion _I
110 FAA042000 23812 P Camera 7 [ Motion
111 73042000 23812 PM Camera 8 B Motion hal
1 | v
Figure 1-37

ID: This column shows the event ID number generated by the system.
Time: This column shows the time when a motion or I/O monitor event occurs.

Device: This column shows camera ID or I/O device associated with the event.
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Information: This column shows the I1/O module number

Event: These event messages mean:

B Motion: Appear if motion occurs in the associated camera.

B Monitor Video Lost: Appear if video lost occurs in the associated camera.

B Monitor Video Resume: Appear if video resume in the associated camera.

B Signal On: Appear if one of the input device connected to the associated 1/0O module are

activated.

Signal Off: Appear if one of the input device connected to the associated I/O module are
terminated.

I/O error: Appear if associated 1/O module failed.

I/O resume: Appear if associated I/O module resume to action.

Missing Object: Appear if objects miss from a defined camera view.

Unattended Object: Appear if unattended objects show up within a defined camera view.

Intruder: Appear if there are objects entering a defined region.

Disk Full: Appear if storage space is full.

[System] This function shows which functions are being enabled or disabled in the GV-System.

x4
Monitor | Login | counter | Pos01 | POS02 | POSD3 | POSD4 |
D | Time | Event | Device | Mode =
1 12/M18/2003 3:25:07 P System Exit Local
2 12/18/2003 33515 PM System Startup Local
3 12/18/2003 3:36:55 PM System Exit Local
4 12/18/2003 3:37.32 PM System Startup Local
5 121842003 9:38:52 PM Syztem Exit Lacal
E 121842003 9:39:20 PM Spztem Startup Lacal
7 121842003 3:41:03 PM Start b anitor Al Local
1 1241972003 10:43:54 AM Stop Monitor A1l Local
2 12/19/2003 10:47:09 AM Start b anitor Al Local —
3 12/M19/2003 10:47:19 Abd Stop Monitor Al Local
4 12/19/2003 10:47:21 AM Start Moritor Al Local
5 12/19/2003 710:52:43 Abd Stop Monitor Al Local j
Figure 1-38

ID: Displays the event ID number
Time: This column shows the time when system event occurs.

Event: This column shows the following messages when associated actions are taken.

Schedule Start /Stop: Appear when a user starts or stops the monitoring schedule.
Auto Reboot: Appears when the system performs auto rebooting function.

System Start / Exit: Appear when a user starts or stops GV-System.

Start / Stop Monitor All: Appear when a user starts or stops all cameras’ monitoring
functions.
W Start / Stop Monitor: Appear when a user starts or stops the individual camera’s monitoring

function. The camera number will appear in Device column.
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IO Monitor Start / Stop: Appear when a user starts or stops the individual /O module’s
monitoring function. The I/O module number will appear in the Device column.

Modem Svr Start / Stop: Appear when a user starts or stops GV-System’s Modem Server.
TCP Svr Start / Stop: Appear when a user starts or stops GV-System’s TCP Server.
Multicast Svr Start / Stop: Appear when a user starts or stops Multicast Server.

WebCam Svr Start / Stop: Appear when a user starts or stops WebCam Server.

Connect to Center Start/ Stop: Appear when GV-System connects or disconnects with the
Security Center.

Twin Svr Start / Stop: Appear when a user starts or stops Twin Server.

Connect to Center V2 Start / Stop: Appear when GV-System logs in or out Center V2.
Connect to VSM Start/Stop/Net Down/ Net Resume: Appear when GV-System logs in or
out VSM; when the connection of both fails or resumes.

Connect to SMS Start/Stop/Net Down/Net Resume: Appear when GV-System logs in or

out the SMS server; when the connection of both fails or resumes.

Device: This column shows the individual camera number.

Mode: This column shows whether actions are being taken in local side or remote side.

[Login] This function shows whom and when has logged in and out from the GV-System and

WebCam server.

x
Monitor | System | ounter | POS01 | POS02 | POSO3 | POSD4 |
|0 | Time | User Login | User Logout | Status | Maode | Mate | 1=
1 12/18/2003 3:35:15 P 1 Success  Local
2 12/18/2003 3.37:32 P 1 Success  Local
3 121872003 3:35:20 P 1 Succeszs  Local
1 12/9/2003 105531 A guest Success  Local
2 12A19/2003 10:55:33 AM guest Success  Local
3 12/19/2003 105536 Ak 1 Succeszs  Local
4 12A19/20023 105503 A guest Success  Local
] 12/19/2003 10:55:56 Ak guest Succeszs  Local b
g 12/19/2003 105568 AM 1 Success Local
7 12/19/2003 10:56:00 Ak 1 Success  Local
a 12/19/2003 10:56:05 Ak 1 Succeszs  Local
3 12A19/20023 10:56:09 A guest Success  Local ;I
Figure 1-39

ID: Shows the event ID number

Time: This column shows the time when Login event occurs.

User Login: This column shows the ID of the login user.

User Logout: This column shows the ID of the logout user.

Status: This column shows whether login or logout attempts were successful or failed.

Mode: This column shows the following two messages:

Local: Appear if a user login to or logout from the Main System.

WebCam (Mpeg4): Appear if a remote client login to or logout from the WebCam server.

Note: This column shows the IP address of the client server.
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[Counter] This function shows the information and result of GV-System’s counter function.

)
Monitor | System | Login j__Q_qu_tg___j| Fosot | Posoz | Posoz | Pos04 |
|0 | Start Time | End Time | Device [ In | Ot ;I
5 12A19/200310.47:09 40 12A9/2003 104718 AM  Camera 1 0 0
E 12A19/200310.47:09 40 12/19/200310:4718 4M  Camera 2 1 0
7 12A19/2003 104709 86 12A19/2003 104718 8 Camera 3 0 1
B 12A49/200310.47.09 40 12A9/2003 104718 AM  Camera 4 0 8
g 12A19/200310:47:21 &M 12A19/200310.5243 8M  Camera 1 70 197
10 12A19/200310:47:21 &M 12419/20031052:43 80 Camera 2 a0 115
1 12A9/200310.47:21 &M 12719/200310.5243 AW Camera 3 41 220
12 12A9/2003 104721 & 12A19/20031052:43 8 Camera 4 a2 163
13 12A19/200310.5247 AW 12A19/200310.54:28 AW Camera 1 18 102
14 12A19/2003 105247 &M 12A19/200310.54:28 &M Camera 2 28 40
15 12A19/20031052:47 A 121192003 105428 AW Camera 3 10 £7 -
16 12A19/2003 105247 A 12719/200310.54:28 AW Camera 4 10 43 |
Figure 1-40

ID: This column shows the event ID number

Start Time: This column shows the time when GV-System'’s counter function is activated.
End Time: This column shows the time when GV-System’s counter function is terminated.
Device: This column shows the camera that performs counter function.

In: This column shows the “In” result of GV-System’s counter function.

Out: This column shows the “Out” result of GV-System’s counter function.

[POS] This function shows the POS event information. Double click on the log list will allow you to
view related video in ViewLog or Quick Search (depending on the video player you selected in the

Activate System Log dialog box on page 22).

ID: This column shows the event ID number.

Time: This column shows the time when POS event occurs.

Content: This column shows the action taken in the POS device.
Event: This column shows the following messages.
B Start Transaction: Appear when sales transaction starts.

B Stop Transaction: Appear when sales transaction ends.

=
Monitor | System | Login | Counter {Pos02 | Posoz| Pos04 |
I | Time | Content | Event | Device | Camera | Mate |il
1 12418/2003 9:36:36 P 20031218 21:36 Shop:M POS 1 Camera 1
2 1241872003 3:36:36 P 20031218 21:36 Shop:01 Start Tranzaction  POS 1 Carmera 1
3 12418/2003 9:36:36 P 1-000000  [208)Page POS 1 Camera 1
4 1241872003 3:36:36 P farmerjohn hotdog $3.49T POS 1 Carmera 1
] 12/418/2003 3:36:37 P kngpy-donutz 30,497 POS 1 Camera 1
g 1241872003 3:36:37 P treetop juice  $2.99T POS 1 Carmera 1
7 12/18/2003 3.36:38 P kraft cheese  $1.997 POsS 1 Camera 1
a 12/18/2003 3:36:39 P kellogg's cereal $2.99T7 POS 1 Carmera 1
| 12/418/2003 3:36:39 P campell zoup  $1.99T POS 1 Camera 1
10 12/18/2003 3:36:40 P quaker oatmeal  $1.50T POS 1 Carmera 1
11 12/18/2003 3.36:41 P oren cookie $2.4497 POsS 1 Camera 1
12 12418/2003 9:36:41 Phd minute maid — $1.79T POS 1 Camera j
Figure 1-41
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B Void Transaction: Appear if an item is being void from the sales transaction.
B Cash Drawer Open: Appear if the cash drawer is opened.
B Filter 1-15: Appear if the sales transaction matches the defined condition 1 to 15.

Note: This column is currently not being used.

Recording Schedule

You can program recording, I/0 devices, and Center V2 services to turn on and off at specific time

each day. Click the Schedule button and select Schedule Edit to display the following window.

Note: It's necessary to edit Center V2 schedule once you activate other schedule settings; otherwise,

the connection to Center V2 will be stopped automatically after 15 minutes.

The window has three major tabs:

B Video Schedule: A schedule starts the surveillance system automatically.
B |/O Schedule: A schedule starts I/O surveillance automatically.
B Center V2 Schedule: A schedule starts the connection to Center V2 services automatically.

CenterV2 Schedule

I/0 Sche(IJIuIe
Setup Sichedule - Add period time schedule x|
Video Schedule | .. | i |3,5|
arp [ TIME —Monitor Invoke: Camera
Weekly Schedule ——
— ¥ Rec IRound-the-clock VI M1 V4
. H Start : IPM 1300 s .
Special Day Schedule —j s |7 = || ¥ Pager/E-mai Fe Output
Wzl s
End: [amoson  — [[Femets
v ey s fls
—Wieek Days Enable Schedule Start
ﬂl MON I TUE IWED I THU I FF ﬂl ’]- 10 Mariftor: Add Schedule

Schedule List
Window

Camera Tabs

Time Period | Apply Day(s) |

Operation(=)

| Camer. ..

Phd 13:00 - Ak 0500 Won, Tue Wed Thu Fri
Ahd 0500 - PR 20000 Sat Sun

REC Pager/E-Mail ...
REC Pager/E-Mail F...

1234
1234

HEEHE g

B

=Record =Pager/E-Mail  =Remote Yiew =0 Monitor =Center¥2

o]

Cancel

Figure 1-42
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Video Schedule

1. Setyour surveillance preferences:

[Time] Enter the starting and ending time of the schedule.

[Monitor Invoke] Sets alert methods on motion detection.

B Rec: Records while monitoring. From the drop-down list, select to record video by Motion
Detect or Round-the-Clock.
Pager/E-Mail: Sends pager or e-mail alerts on motion detection.
Output: Triggers the corresponding I/O devices on motion detection. To set up I/O devices,
see Adjusting Individual Camera on page 10.

[Remote] Sends the triggered images to the remote applications (WebCam, MultiView or

RemoteView).

[Week Days Enable Schedule] Select days for the schedule.

[Start] Only enabled in 1/0O Schedule.

[Camera] Applies the settings to selected cameras.

2. Click the Add Schedule tab to apply above settings. The set schedule will display on the
Schedule List Window.

3. Repeat above steps to set up more schedules.

Clicking separate Camera tabs, you will see the set schedule is displayed in different color bars:
B Red: Recording enabled

Green: Pager/E-mail notification enabled

B Blue: System will send videos to Remote View
B Jade: I/O monitor enabled
B Purple: Center V2 schedule enabled.

To modify a schedule, highlight the desired schedule in the Schedule List window, and then press the

Modify Schedule button to make changes.

To delete a schedule, highlight the desired schedule in the Schedule List window, and the press the

Delete key on the keyboard.
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Special Days Schedule
1. Click the Special Day Schedule tab.
2. All settings are the same as those in Video Schedule, except the following section. Click the

drop-down list and select a date from the pop-up calendar. Click Apply to add the date to the

schedule.

|02m2

Figure 1-43

/O Schedule

Set up a schedule to activate the monitoring of I/O devices automatically. All settings are the same as
those in Video Schedule, except the following section. After setting up scheduled time and dates,

select the 1/0 Monitor option to activate the schedule.

— Start

[+ 12 Monitar

Figure 1-44

Center V2 Schedule

Set up a schedule to connect to Center V2 services automatically. All settings are the same as those
in Video Schedule, except the following section. After setting up scheduled time and dates, select the

Center V2 option to activate the schedule. For details on Center V2, see Chapter 9.

Start
’]F Centery2

Figure 1-45
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PTZ Control Panel

PTZ control panel is used to control PTZ camera operations, camera presets, and magnification
functions. This control panel will not appear, unless at least one PTZ camera is connected to the

system. Follow these steps to add PTZ cameras to the system:

1. Click Configure button, and select System Configure.

2. Inthe PTZ Control section, select PTZ Device Setup to enable the camera drop-down list.

3. Select the make and model from the list, and press the PTZ Control button to bring out the

camera setup dialog box (slightly different for other camera models).

4. Inthe dialog box, select Activate. This is important! Without this step the PTZ camera will not be
added to system.

5. Click OK and then go back to main screen. Now you should see PTZ Control button on main

screen. Click the button to bring out the on-screen control panel, shown as follows:

E3|
| Pan/Tilt
L | Control
] (+] Zoom Control

ﬂl ﬂl:l— Focus Control
ﬂi Auto Focus

ALto Auto Pan
Prezet Go

Preset et
Setup

Acddr: 05 Address Select

ik

Figure 1-46

Auto Pan: Allows camera to pan back and forth continually among preset points.
Preset Go: Moves camera to the preset position.

Preset Set: To set preset positions for the camera.

Address: Specify address of your camera.

Note: Each dome will need to be addressed correctly. Refer to the dome manufacturers’

documentation for details.
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Auto Switching PTZ Control Panels
The function allows the corresponding PTZ control panels to be called up automatically when you

switch to different PTZ camera screens. To enable the function, follow the steps below:

1. Click the Configure button, and then select System Configure to display the System Configure

window.

2. Inthe PTZ Control section, click the Arrow button, point to PTZ Panel Switch and click Auto.

I
PTZ/TO Panel
PTZ Parel Switch  »

— FTZ Contral
¥ PTZ Device Setup: | |_I_'

ISensnrmatic[UItra %]

Figure 1-47

3. When the Camera Mapping Setup window appears (see Figure 1-28), specify the brand name

and hardware address of each PTZ camera. Then click OK for the application.

Touch Screen Support

The GV-System offers three types of control panels with touch screen support: PTZ Control Panel, I/O

Control Panel and Touch Screen Panel.

PTZ and I/O Control Panel

This feature gives you the option of a large PTZ and 1/O control panel with touch screen support. To

open the panel, follow the steps below.

1. Click the Configure button and select System Configure to display the System Configure

window.

2. Inthe PTZ Control section, click the Arrow button, point to PTZ/IO Panel, and check Large.

—PTZ Control |
v PTZ Device Setup: =10
o evice Sevp: (=] [B) PTZIC Panel | ¥
|SensormatiC[Ultra 4] T PTZPanel Switch »  Large

Figure 1-48
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Touch Screen Panel
The touch screen panel allows you to switch to ViewLog and full screen by the touch of a finger. To

open the panel, follow the steps below:

1. Click the Configure button, select Tool Kit, point to Touch Screen Panel and then select Panel

Setup to display the following window.

Touch Screen Panel Setup x|

—&uto StartUp

[ Activate when erter Full-Screen Mode anly g
—Layout

{* “ertically " Horizontally

Ok I Cancel |

Figure 1-49

[Auto Startup] Launch automatically the panel when the full screen view is applied.

[Layout] Choose a vertical or horizontal panel.

2. Click OK for the above settings.

3. Click the Configure button, select Tool Kit, point to Touch Screen Panel and then select Panel
Activate to open the panel.

4. Aninformation window indicating date, time, and storage space will appear at the upper left

corner of the screen. Right click it to open the touch panel as shown below.

Switch to ViewLog Close the panel
S AUG 4 :
S 19083 ke E | g

1.00GE I

| I
An Informatlon Switch to a full screen
window

Figure 1-50

Note: You can move the touch screen panel anywhere on the screen by dragging it.
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Retrieving Images Using Object Index

The feature allows you to view the very first frame of a continuous movement in a video stream. With
Live Object Index, you may view the most recent 50 frames captured. With Object Index Search, you

may easily locate a desired event and instantly play it back by double-clicking on the image frame.

Object Index Setup

You can select up to 4 cameras to view live video frames.

1. Click the Configure button, and then select Object Index/Monitor Setup. The Camera Applied
Object Index/Monitor dialog box appears.
2. Check the desired cameras for the application.

3. Click the Configure button to display the Video Object Setup window.

]
Copect e | otpect Mot |

[ Coatann

ask Filar

M R

Siorugs
Aovalnkis 251050

Nl Linzalun

Fm ERE

Vishs Pl

Gk Search e

Figure 1-51 Video Object Setup for Object Index

Camera: Select the camera you wish to configure from the drop-down menu.
Camera Enable: Check to enable the selected camera for configuration.

Mask Filter: Use the mouse to outline a mask area where motion will be ignored.
Set Location: Click to assign a path to save the file.

Keep Days: Check the item and specify the days to store the files, from 1 day to 999 days.

Recycle: When both Keep Days and Recycle are selected, the system applies whichever
condition comes first. For example, if storage space is lower than that is required to hold the
days of data specified in Keep Days, recycle comes first.

B Video Player: Select a viewer ViewLog or Quick Search to play back video files.

Note: Minimum storage space required for Object Index is 500MB.
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Live Object Index

After configuring Object Index, you can start to view the most recent frames captured, with 50 frames

at most.

1. Start camera monitoring.

2. Click the ViewLog button, and then select Live Object Index to display the Live Viewer window.

Object Index Live Yiewer

camera 1
16:09.14

Camera 1
160913

camera 19
160916

Camera 4
16:09:16

Camera 3
16:09:23 ...

Camera 4
16:09:21

Camera 15
16:09:21 ...

Camerals
160917

Camera 13
16:09:27 ...

camera 1
16:09.27

Camera 1
16:09:25

Camera 1
16:09:29

Camera 1 Camera 1 Camera 1 Camera 13
160931 16:09:32 16:09:31 16:09:33 ...
(y ‘y
e + ;
Camera 1 Camera 1 Camera 1 Camera 1
16:09:35 16:09:35 16:09:35 16:09:35
Figure 1-52

The controls in the Live Viewer window:

Lock

La

Camera 4
16:09.16

-

- —=ay

Camera 15
1609235 ...

Camera 15
16:0330 ...

Camera 3
16:09:34 ...

Camera 3
160836 ...

B The Lock button: Click to pause the updating process.

B Time ending without “...":

=

Time ending without ...

Time ending with “...”

This means the file is a complete one and can be played back with

the ViewLog or Quick Search player. Double click the file to play it back.

®  Time ending with “...”:

in process.

This means the video can't be played back since the recording is still
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Object Index Search

You can locate frames within selected cameras and a specific time frame.

1. Click the ViewLog button, and then select Search Object Index to display the following search

window.

From 21 Bi20072 |ns-3n-53 =l
| = [ 3
Ta | 201 BI2002 j ||:|?::3|:|:53 j

Camera 5 9 13

. 14

7 11 15

4 5 12 16

O I Cancel

Figure 1-53 The Search Window

2. Specify a time frame and cameras, and then click OK to start searching. The following window

will be called up.

CamD4 7/15/2004 10:00-10:30 {1}

—Moving Ohbject List

LT |nccord st

3 7n1j2004 o

10:00:27 140 10:01:053.640

10:02:47 730

100316671 10:04:47 015 1004483515 100512796

i

10:06:23.531

H‘i

10:07:27.765

10:06:41 265

r.- ] _' = [

100642406  10:06:45.250

10:07:37.343

10:08:46.085  10:08:46.406

10:02:33 687

10:05:20.703

10:07:11.359

10:08:47.750

+-2] 71132004
-0 711442004
=23 7/15/2004
-{&p 01:00
- 03:00
- (Ep 05:00
- (&p 08:00
--(Ep 08:30
(& 09:00
- (&p 09:30
-(Ep 10:00
- [Ep 10:30
2 11:00
- Eh 11:30
[ 12:00 -
[k 12:30
-(&h 13:00

% ]3:30 [

=

Search I

Ext |

Figure 1-54 The Moving Object List Window (left) and the Record List (right)
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[The Record List] The list contains the search results. Double click a camera folder to display
all found files. Click one time-segment file (e.g. 10:00) to open its included frames in the Moving

Object List window.

[The Moving Object List window]

B Frames: Double click any frame in the window to play back its video file with the Viewlog or
Quick Search player.

m  [=] Click the Next Page button for the next page.
Search: Click the button to launch the search window.

Exit: Click the button to close the window.

Note: Every time segment is a 30-minute interval, as shown in Record list in Figure 1-54.

Detecting Unattended and Missing Objects

The Object Monitor program can detect any unattended and/or missing object within the camera view

by highlighting its location.

Detecting Unattended Objects

To detect any unattended objects within the camera view, follow the steps below:

1. Click the Configure button, and then select Object Index/Monitor Setup to display the Camera
Applied Object Index/Monitor window.

2. Check the desired cameras for the application (The checked cameras will also be applied for the
settings of Object Index).

3. Click the Configure button to display the Video Object Setup window (see Object Index, Figure 1-
51.)

4. Click the Object Monitor tab in the upper part to display the following window.
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© © N o u

Yideo Dbject Setup
Ohject Index Objecthﬂanitorl

—amera

[camera s =

Mask Filter:

| [

~Setup
IUnaﬂended Object j ¥ Accept

Define Object | @

Save Reference Image |

[ Show Reference Image

[~ Mever Recycle @
[ Embed alarm region into recorded
viden

¥ Live disahble alarm region |

Luminance change .
2 detection : 3 +
Sensitivity : 3 —J=
Delay Timegs) Trigger autput

IQ I V¥ Invoke Alarrm e
W i a1 =] [Pt ]

Ok I Cancel |

Figure 1-55 Object Monitor

In the Camera field, select a desired camera for setup.

Select Unattended Object from the drop-down list.

Click the Accept check box to make other options available.

Use the Mask Filter function to ignore any motion detection within a certain area if necessary.

Click the Define Object button.

. Use the mouse to outline the max and min detection regions separately on the screen. Every

time when finishing an outlining, you will be prompted to select Maximum Size or Minimum Size.

See the illustration below.

Minimum Size |
Cancel |

Figure 1-56 Defining the min. and max. detection size
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11.

12.
13.
14.
15.
16.

Click the items of Show Max and Show Min in the lower of the window one by one to check your
defined sizes.

Click the Done button to finish the defining.

Click the Save Reference Image button to save the image as a reference view.

To set up other options, see Other controls in the Video Object Setup window on page 67.

Click the OK button to apply the settings and close the window.

Start camera monitoring for the application.

When an unattended object appears and remains stationary for 9 seconds, its location will be

highlighted, the selected alarm and output will be activated, and the event will be recorded in System

Log for later retrieval.

Detecting Missing Objects

To detect any object missing from the camera view, follow the steps below:

o 0 A~ wN

Follow the step 1 to 4 in the above Detecting Unattended Objects section to display the Video
Object Setup window. Refer to Figure 2-9.

In the Camera field, select a desired camera for configuration.

Select Missing Object from the drop-down list.

Click the Accept check box to make other options available.

Click the Define Object button.

Use the mouse to outline regions on the object(s) you want to detect. It is recommended to
outline several regions within the object(s) to increase detection sensitivity. Notice that the
outlined regions should not be larger than the object(s). Every time when finishing an outlining,

you will be prompted to select Add Region. See the illustration below.

Add Region |
Delete Region |

Cancel

Figure 1-57 Outlining regions on objects

Click the Done button to finish the defining.

Click the Save Reference Image button to save the image as a reference view.
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9. To set up other options, see Other controls in the Video Object Setup window below.
10. Click the OK button to apply the settings and close the window.

11. Start camera monitoring for the application.

When any object, which you have outlined the regions for, disappears from the camera view for 3
seconds, its location will be highlighted, the selected alarm and output will be activated, and the event

will be recorded in System Log for later retrieval.

Other controls in the Video Object Setup window:

B Show Reference Image: Click to view the saved reference image.

B Never Recycle: When the item is checked, the events of unattended and missing objects won't

be recycled by the system.

B Embed Alarm Region into Recorded Video: This option will contain the flashing alert boxes in
the recorded files so you can easily find out suspicious events during playback. Note that if you
are used to searching suspicious events with Object Search, do not enable this option. These

flashing boxes can cause false alarms.

B Live Disable Alarm Region: When an unattended or a missing object is detected, this option

allows you to close the flashing alert box automatically or manually.

Click the [...] button beside to display Figure 1-58. Select to close the flashing box automatically
or manually. Under Delay Time(s), specify the duration of an unattended or a missing object to

invoke a warning message, Figure 1-59. The range of delay time is from 1 to 99999 seconds.

Closing the flashing box will disable object detection and alarm settings no matter automatically or

manually. To reactive, please restart monitoring.

Mote: Closing the Flashing Alert
Region will disable ohject detection. Ta

reactivate, please restat monitaring.

Disable alarm region

" Auta v Unattended Ohject

* Wanual T wizsing Object

Delay Time(s)

|5 Cancel | b= Mo

Figure 1-58 Figure 1-59
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B Luminance Change Detection: This option may suspend object detection when the lighting
condition is poor so as to avoid false detection. Use the slide bar to adjust the level of detection
from 1 to 5. The higher the level is, the more sensitive the system is to luminance change. When

luminance change reaches the level you set, the system will stop object detection.

B Sensitivity: Use the slide bar to increase or decrease detection sensitivity if necessary.

B Delay Time: This option allows you to specify the duration of an object missing or unattended to

invoke the detection.
Unattended Object: The duration is from 3 to 1800 seconds, with 3 seconds as default.

For example, suppose you choose 12 seconds. When an unattended object appears in the
camera view for 12 seconds, its location will be highlighted.

Missing Object: The duration is from 3 to 1800 seconds, with 3 seconds as default. For
example, suppose you choose 9 seconds. When a defined object disappears from the camera

view for 9 seconds, its location will be highlighted.

B Invoke Alarm: Enables the computer alarm when any unattended and/or missing objects are

detected. Click the [...] button next to the item to assign a .wav sound file.

B Output Module: Activates the output device when any unattended and/or missing object is

detected. Click the [...] button next to the item to assign an installed output module and a pin

number.

B Demo: Click to see the demonstration from actual DVR applications.
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Object Tracking and Zooming

Object Tracking provides you the real-time tracking and automatic magnification of a single moving
object by the combination of one PTZ camera and one stationary camera. If only one PTZ camera is
available, it can be applied for Object Zooming, letting you configure four critical views for real-time
zooming. The Object Tracking and Object Zooming functions can be combined together by

completing both settings.

Object Tracking

For the tracking function, you need one PTZ camera applied for tracking and one stationary camera
set for a fixed view. Currently, GV- System only supports Sensormatic, PelcoSpetra and Messoa PTZ.
Install the PTZ camera and the stationary camera in the best possible closing position, so the focus of

both could be similar.

PTZ Setup

Before configuring the Object Tracking function, first configure the PTZ device.

1. Click the Configure button, and then select System Configure to display the System Configure
window.
2. Inthe PTZ Control section, click PTZ Device Setup and select Sensormatic (Ultra IV),

PelcoSpetra 3 or Messoa (SDS600 series). Here we use Sensormatic as example.

PTZ Carntral
¥ PTZ Device Setup:; |
I SenzormaticUra V] j

Figure 1-60

3. Click to display the Sensormatic Setup window.
x

—Setup

Com Port: |COM1 vl
Baud Rate: Iqagg vl
PT Speed: |1 Vl

—Setupeny

Showy | i}
|ﬂ —|| [
Hicle: [ EMTER:

iz
[V Activate
3 J |

Figure 1-61

Page 53



Chapter 1: Configuring Main System

4. Enter Com Port, Baud Rate and PT Speed of the PTZ camera.
5. Check the Activate item and select Object Tracking Only.
6. Click OK to apply the settings.

Object Tracking Setup
After the above PTZ setup, go back to the menu bar. Click the Configure button, point to Object
Tracking Application, and click Object Tracking Setup to display the following window. The left

screen is the PTZ camera view and the right screen is the stationary camera view.

Object Tracking Config

Object Tracking | zaom In Objet |

FTZ Selection i ICamera : vl Fixed Camera Selection |Camera 1 vi

- Betup - i~ Selection- =
Pan 473 4] | | @ Object Tracking Track Timeisec)
Tiit 759 4| 1 |  Zoom In Object 10
Zoom 280 <] il | = Fos
3 itivi B —

ensitivity e A a8 @ .

|Deﬂne Dietect Regi vI ' (" : I 2 - o -

. e [~ Enahble Mask
QK ' Cancel |
Figure 1-62

[PTZ Selection]

m = Clickto set up the PTZ.
B Camera: Click the drop-down menu to choose the corresponding camera screen of the PTZ.

[Fixed Camera Selection] Click the drop-down menu to choose the corresponding camera screen of

the stationary camera.

[Setup]

B Pan, Tilt and Zoom: Use the slide bars to adjust the PTZ camera view.

B Sensitivity: Use the slide bar to adjust the detection sensitivity.

B The drop-down menu: Click the drop-down menu to define detection region and object size.
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[Selection]
B Object Tracking: Click to specify the tracking time.

B Zoom in Object: Click to specify the idle time.
[Live Tuning] Adjust directions and the desired level of zooming.

[Enable Mask] Click to display the mask on the defined detection region.

1. Click to display the following window, select the PTZ brand and the hardware address, and
click OK to apply the settings.

PT2Z Selection x|

Device ISensnrmatic(Ultra ') j

Addr

Cancel

__cancel |

Figure 1-63

2. Choose the corresponding camera screens of the PTZ and stationary camera. For this
example, the images of the PTZ camera show in the camera 2 screen while the images of the
stationary camera display in the camera 1 screen.

3. Adjust the screen view of the PTZ camera with the slide bars of Pan, Tilt and Zoom. Let the
PTZ camera view similar to the stationary camera view.

Click the Save button to save the both views as image references.

Adjust Sensitivity or keep it as default.

Select Define Detect Region from the drop-down menu. Use the mouse to outline a detection
region in the right screen; you will be prompted to enter Detect Region. See the illustration

below.
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Define

Selection——————————— :
+ Object Tracking Y DetectRegion |
" Zoom In Object

Delete Detect |
Reaion
2 st |

Cancel

[ LIvE TG

[¥ Enable Masgk

Figure 1-64

7. Select Define Object Size from the drop-down menu. Use the mouse to outline the max and min
object sizes for tracking separately. Every time when finishing the outlining, you will be prompted

to enter Maximum Object Size or Minimum Object Size. See the illustration below.

Maximurm Ohject
Size

Minimum Chject
Size

| Selection
(+ Ohject Trackin
i J g
(™ Zoom In Ohject

[t l-r iii-!':ll'lfj".%_ ——

v Enable Magk

Figure 1-65

8. Click the Object Tracking item and specify Track Time(sec). Track Time(sec) indicates the

tracking duration in seconds.

- Selection
& Object Tracking Track Time(sec)

" Zoomm In Object I 10

Figure 1-66

9. When the PTZ is tracking, you can still control it to zoom in a desired area. Click the Zoom in

Object item and specify Idle Time(sec). Idle Time (sec) indicates the zooming duration in
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10.

11.

seconds. If a target appears after the specified idle time, the PTZ will start tracking. If not, the

PTZ will remain on the zoomed place.

Selection
™ Ohject Tracking ldle Time(sec)
f« Zoom In Ohject 10

Figure 1-67

Click the Test button to check your settings. There are two major settings you have to observe in
the testing. 1) Tracking: Observe if the target showing in the defined detection region is being
tracked with a highlighted mask, and magnified automatically in the left screen. If not, increase
the sensitivity degree. 2) Zooming: Use the mouse to outline an object in the right screen, and
observe if it is magnified in the left screen clearly. If not, use the Live Tuning buttons to adjust
directions and the desired level of zooming.

Click OK in the lower of the window to save your settings of the tracking time, the idle time for

zooming in objects and the testing results.

Starting Object Tracking

After the above settings, you can start the object tracking application. Click the Configure button,

point to Object Tracking Application, and then click Object Tracking Start to start the function.

Zooming in Objects
While the PTZ is being applied for tracking, you can still control it to zoom in any desired area by

launching the Zoom in Dialog window.

1.

Click the Configure button, point to Object Tracking Application, and then click Object
Tracking View to launch the Zoom in Dialog window, overlapping in the main screen, as shown

below.

Note: The Zoom In Dialog window is for the stationary camera view and the main screen is for
the PTZ view.
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Figure 1-68 The outlined area in the Dialog window is magnified in the main screen

2. Inthe Zoom In Type field, select Fixed Camera.
3. Inthe Camera field, select the assigned camera screen for the stationary camera.
4. Use the mouse to outline a desired area in the Dialog window. It will be magnified in the main

screen.

When the specified idle time of zooming is up, PTZ will go back for tracking. If you want to stop the
zooming function before the specified idle time, click the Back to Tracking button in the lower of the

Dialog window. Then PTZ will go back tracking instantly.

Object Zooming
If only one PTZ camera is available, without the stationary camera, you can simply apply it for the
object zooming function. The feature allows you to configure up to 4 critical views for instant

monitoring and zooming.

PTZ Setup
Before configuring the Object Tracking function, first configure the PTZ device. Refer to the PTZ

Setup of Object Tracking.

Object Zooming Setup
After the above PTZ setup, go back to the menu bar.

1. Click the Configure button, point to Object Tracking Application, and select Object Tracking
Setup to display the Object Tracking Config window. Then click the Zoom in Object tab in the

upper part to display the following window.
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Note: No images will show in the right screen until you complete the settings below.

Dbject Tracking Config

Object Tracking  Zoom In Object |

| !Camera? vi

PTZ Selection

- Setup -

Pan 189 4|
Tilt 434 4
Zoom 0 1 I l

!Viewat vi

|dle Time(sec)

i~ gelection -
1] | |dle Maode
J _*J |Tracking

o @

| | W Show Screen Mo,

Add I Remn\rel Remove All i

[ ok 1

Cancel |

Figure 1-69

Click for the PTZ setup. Refer to step 1 in the section of Object Tracking Setup.
Choose the camera screen of the PTZ. For this example, the images of the PTZ camera show in

the camera 2 screen.

Use the slide bars of Pan, Tilt and Zoom to set up the View 1 as shown below. Then click the

Add button to apply the settings. The View 1 will show in the upper-left corner of the right screen.

I‘Jiew1 vl

- Setup

Pan O Eal| -~
Tit 0 Kl |
Zoom 0O Kl 2

Add | Remnvel Remaowve All |

Figure 1-70

5. Click the drop-down menu to set up View 2,3, and 4, one at a time. Refer to step 4 for the View 1.

Page 59



Chapter 1: Configuring Main System

6. Specify Idle Time(sec), indicating the zooming duration in seconds.

—Selection
ldle Mode Idle Time(sec)
[view 1 = o @

Figure 1-71

7. Click the drop-down menu of the Idle Mode item. The seven options included inside are: None,
View 1, View 2, View 3, View 4, Tracking and Refresh View.
B None: After zooming, the PTZ camera will remain on the same view until the next zooming
command.
B Tracking: After the idle time, the PTZ camera will start tracking if it is also being applied for
the tracking function.
m  View 1,2,3,4: After the idle time, the PTZ camera will go back to the preset View 1,2,3, or 4.

Refresh View: After the idle time, the 4 views will be refreshed.

8. Click Test to check your settings. Use the mouse to outline a desired area in one of the four
views. The area will be magnified in the left screen.

9. Click OK to apply the displayed selections and close the window.

Starting Object Zooming

After the above settings, you can start the object zooming application.

1. Click the Configure button, point to Object Tracking Application, and click Object Tracking
View to open the Zoom in Dialog window, overlapping in the main screen (see Figure 1-68).

2. Inthe Zoom In Type field, select Quad View.

3. Inthe Camera field, select the assigned PTZ camera screen. Then the four views you set up

before will show in the Dialog window as illustrated below.
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-qum In Dialog, El:.@

Selection
Zoom In Type Camera
|Quad view ~| |Carmera 2 ~|

Goto ldle Mode

Figure 1-72

4. Use the mouse to outline a desired area in one of the four views. The area will be magnified in
the main screen.

5. When you click the Go to Idle Mode button in the lower part, your setting in step 7 of Object
Zooming Setup will be applied. For example, suppose you choose View 3. When you click the

button, the PTZ camera will go to the preset View 3.

Configuring Hybrid Cameras

If your system is installed with the Hybrid DVR card, follow these steps to configure your cameras.
One Hybrid DVR card supports 4 camera channels and you may install up to 4 Hybrid DVR cards to

one GV-System, so that you may configure 16 cameras at most.

For details on the Hybrid DVR card, see Installation Guide.

1. Click the Configure button, point to Camera/Audio Install, and then select Hybrid Camera
Install. The Hybrid Video Source dialog box appears.

2. Select the Hybrid DVR channels for setup.

3. Click Configure. The Hybrid Camera Configure dialog box appears.
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Hybrid Camera Configure x|

—Select Hybrid Camera
ICamera 1 j

—¥ideo Attribute (3
Brightness: — W
Contrast: — IF
Saturationl: '_J— IF Defaurtl
Saturation®; = ———— f——— W

Hue: —_—— IF
—Record Gualty (gl ~ Video Resolution ——
3 L I?ZDx4BD vI
WD DD

Ok I Cancel

Figure 1-73

[Select Hybrid Camera] Select a camera for setup. You can see the Hybrid DVR card image of
the selected camera in the right window.

[Video Attribute] Modify video attributes if necessary. To apply the changes to all cameras,
click the Finger button.

[Record Quality] Select recording quality up to five levels. The recording quality is directly
proportional to file size. To apply the change to all cameras, click the Finger button.

[Video Resolution] Displays the NTSC or PAL resolution for the Hybrid DVR card images.
6. Click OK for above settings.

Note: The Hybrid DVR card only affects recording quality; all live views are still provided by your

capture card.

Privacy Mask Protection

The Privacy Mask can block out sensitive areas from view, covering the areas with black boxes in
both live view and recorded clips. This feature is ideal for locations with displays, keyboard sequences

(e.g. passwords), and for anywhere else you don’t want sensitive information visible.

You can also choose to retrieve the block-out areas during playback. The retrievable areas will be

protected by password.
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Setting Up a Privacy Mask

1. Click the Configure button, and then select Privacy Mask Setup. The Privacy Mask Setup
dialog box appears.

2. Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.

Privacy Mask Setup

¥ Enakle

ICamera 4 j

" Un-recoverable @

e
oA

{* Recoverable @

MHote: Wavelet and
Mpegd codecs do not
support Recoverahle
function.

(0] 4 I Cancel

Figure 1-74 Privacy Mask Setup

Select a camera from the drop-down list, and then check Enable.

4. Select Un-recoverable and/or Recoverable.
B Un-recoverable: You cannot retrieve the block-out area(s) in the recorded clips.
B  Recoverable: The block-out area(s) is retrievable with password protection.

5. Drag the area(s) where you want to block out on the image. You will be prompted to click Add to
save the setting. The Un-recoverable region is marked in red, while the recoverable region is
shown in green.

6. Click OK on the right bottom to save the settings.

Granting Access Privileges to Recoverable Areas
The user must be granted access privileges to see the block-out areas when launching ViewLog for

playback.

1. Click the Configure button, point to Password Setup, and select Local Account Edit.
The Password Setup dialog box appears.
2. Select one account, click the Privacy Mask tab, and check Restore Recoverable Video to grant

the privilege.

Page 63



Chapter 1: Configuring Main System

Pas st Selup
Gt r
L
[ © E
Hagme ke Paidesrd r
i Hr . -
Lewel Gupsndgon
1™ Espiaet thics 10 for nmote ot (0- Kitadd)
I Legin s K stematically (ingh wii mode)
=20
Fi1FsFasF
F IF iF 10F 11
F:F FIF
FiF iF uF
T O
Mg | ulicadt v —| ey [T
= ﬂﬂﬂhi Flemute Ptk Tt Dachap & Plestors
[ Ak rafmigwing pariieond fyidin EI M

Figure 1-75

Note: If you open the event files (*.avi) directly from local disks, the valid ID and password are also

required to access the block-out areas. For more information on retrieving the block-out areas in the

exported files, see Exporting Privacy Mask in Chapter 4.

Scene Change Detection

The Scene Change Detection can detect when a camera has been tampered physically. This feature

can generate an alert whenever someone or something has covered the lens of the camera, or when

the camera has been moved, or when it is out of focus.

1. Click the Configure button, and then select Scene Change Detection Setup. The Scene

Change Detection Setup dialog box appears.
2. Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.
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Scene Change Detection Setup ﬂ

Carnera

ICamera1 j
Mask region |

v Focus change @

[~ Wiew change @

Sensitivity: 3 ——

Delay Time(s)
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W Invake Alarm _I
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Figure 1-76 Scene Change Detection Setup

Camera: Select the camera for setup.
Mask region: Masks off the areas where motion will be ignored.

Focus change: Sends an alert when the camera is out of focus.

View change: Sends an alert when the camera has been moved, or the lens of the camera
has been covered.

Sensitivity: Adjusts detection sensitivity. The default value is 3.

Delay Time(s): Sets the duration of Scene Change to record to System Log.

Invoke Alarm: Activates the computer alarm when Scene Change is detected. Click the
[...] button beside to assign a .wav sound file.

B Output Module: Activates the output device when Scene Change is detected. Click the [...]

button beside to assign the output module and pin number.
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Live disable alarm: Choose whether to invoke the warning message when Scene Change

is detected. Click the [...] button beside to display Figure 1-77.

™ it Ader confemnation, the scens change
deleclion will use the newdturand
* Manual Sbnar
ooy Tmeisy 9% |
|'5 Cancil Vs I M0 |
Figure 1-77 Figure 1-78

If you select Auto, there is no warning message; if you select Manual, the warning message,
Figure 1-78, will appear when Scene Change is detected. Under Delay Time(s), you can
define the duration of Scene Change to invoke the message. The range of delay time is from

1 to 99999 seconds.

Never Recycle: When the item is checked, the Scene Change events will not be recycled

by the system.
Demo: See three examples of Focus Change and View Change. Click the Play button to

see the demonstration.

Note: When the event of Focus Change or View Change has been detected, it will be recorded as

Scene Change in System Log for later retrieval.

Live Log Browser - Recycle Log: 7,/25/2000 18:53 = |
Monitor | system | Login | Counter | POS 1| POS 3|
0] | Time | Device | Information | Event ;I
32 8/3/2000 7:40:54 P Carnera 1 [ Motion
33 8/9/2000 7:40:57 PM Camera 1 [} bdekian
34 8/9/2000 7-40:58 PM Carnera 1 [4 Scene Change
i 8/9/2000 7:41:03 PM Camera 1 LT e

Figure 1-79 System Log

Advanced Motion Detection

To avoid false motion detection, the Advanced Motion Detection feature provides three solutions:

Create up to 5 levels of motion detection sensitivity in one region

Mask off unwanted areas for monitoring, such as cloud and tree movement

Ignore motion when the lighting condition is poor

Click the Configure button, and then select Advanced Motion Detection Setup.

The Advanced Motion Detection Setup dialog box appears.

Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.
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Advanced Motion Detection Setup x|
¥ Enahle
ICamera1 j
Sensitivity: 1
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Default |

\\:é’ OK I Cancel |

Figure 1-80 Advanced Motion Detection Setup

Select the desired camera from the drop-down list, and then check Enable.

4. To set detection sensitivity in a specific area, select a sensitivity level by moving the slide bar, and
then drag an area on the image. You will be prompted to click Add to save the setting.
This setup has sensitivity levels from 1 to 5, with 4 as default.

5. To create several areas with different sensitivity levels, repeat Step 4.

6. If you want to ignore motion in a certain area, click Mask Region, and then drag an area on the
image.

7. If you want to ignore motion when the lighting condition is poor, check Luminance Change
Detection.

8. Click OK to save your settings.

Note:

1. This feature must work with the recording mode of Motion Detection: click the Configure button,
point to System Configure, click the Camera tab, check Rec Video, and then select Motion
Detect (see Figure 1-8).

2. If you have set up Motion Sensitivity and Mask Filter in the System Configure settings (Figure

1-8), note that the configurations of Advanced Motion Detection have priority over these settings.

Hard Disk Calculator

Before actual recording, the Hard Disk Calculator allows you to know the required hard disk space

and frame size for different types of codecs and quality.

1.

2.

Click the Configure button, point to Video Attributes, and then click Advanced. The Advanced
Video Attributes dialog box appears.
Click the HDD Calculator tab at the right bottom. The HDD Calculator dialog box appears.
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HDD Calculator

—Reguired Storage Analysis

il Select Camera |

2. Select Video Compression Codec :
[~ wavelet [~ Mpegd |V Geohpegd [ GeoMpegd (ASP) [ GeoH.264
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| 0 Dmm | 0 Hougs | 1 Minuters) Calculate I 1

Exit

Figure 1-81

Select Camera: Select cameras to be used for recording.

Select Video Compression Codec: Check the desired codec(s) to be used for recording.

You can choose more than one codec to compare their performance.

B Select Recording Quality: Check the desired quality value(s) for recording. You can

choose more than one quality value for comparison.

B Set Test Time: The system will process a real-time test recording based on the time you set.

For example, if you enter 24 hours here, it will take more than one day to do the test

recording. So avoid entering the longer test time to save you time.

B Set Expected Recording Time: Enter the time you wish for recording.

3. Click the Calculate tab to see the result.

Note: A calculation difference by + 5 % from actual disk usage is expected.

DSP Spot Monitor Controller

The Controller integrates the GV-DSP Card with spot monitor (TV monitor) applications. It allows

screen divisions on the spot monitor differently from the main screen.

With the Controller, you can also define the channel sequence of the display screen and adjust video

images on the spot monitor.

Note: The GV-DSP-100 Card doesn'’t support this feature.
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Spot Monitor Controller
To open the Spot Monitor Controller, follow these steps:

1. Click the Configure button, point to DSP Spot Monitor, and then select Spot Monitor Setup.

This dialog box appears.

Spot Monitor Setup il

[¥ Use DSP as Spot Monitar st nest Startup.

ik I Cancel | @

Figure 1-82

2. Check Use DSP as Spot Monitor at next Startup, and click OK.
3. Restart the GV-System.
4. Click the Configure button, point to DSP Spot Monitor, and then select Spot Monitor

Controller. The Spot Monitor Control window appears.

Note: When the DSP Spot Monitor Control feature is enabled, DSP Overlay will be disabled in the

Main System.
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[Advanced Layout]
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Figure 1-83 Spot Monitor Controller

m DIV 1-16: Screen division option. You can modify the channel sequence by typing the number
directly on each division. Click Apply or OK to apply your settings.

B Right Arrow button: Sets the channel sequence of each scanned page (see Scan Setting on
Figure 1-85). Click the button to display this dialog box.

Div 16 - Page sektting |

—Page 1 —————————— = | = |

m_ 2 3 4 Defautt I

3 G i g

Empty page I

g 1o (11 12 ITI
13 |14 |15 |16
Cancel I

Figure 1-84 Page Setting

© Screen Division: Displays the channel sequence. You can modify the sequence by typing
the number directly on each division.
® < >buttons: Navigate pages.

©® Empty page: Clears up the channel sequence of the open page.
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[Video Setting]

a
Advanced Layout  Yidea Setting |
—ideo Attribute —%iden Enable [min. 1]
Camera 1 j ¥ Cam W Cam5 | Cam03 [ Caml3
I¥ CamD2 ¥ Cam6 ¥ Caml0 v Camld
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& uration — Selectdll | Clearsll |
Hue : ¥ W —Scan Setting
Interal: |-||:|— Sec.
.":".F'F'l_'r' bo Al Default | Scan I:I_'.-' : IManua| j
O, I Cancel
Figure 1-85

[Video Attribute] Select a desired camera from the drop-down list to adjust image attributes, such as

Brightness, Contrast, Hue and Saturation.

[Video Enable] Check the desired cameras for display on the spot monitor.

[Scan Setting] Enter the interval between the scanned pages. Select Auto if you want to

automatically scan the cameras or Manual to scan at your own speed.
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Spot Monitor Panel
Click the Configure button, point to DSP Spot Monitor, and then select Spot Monitor Panel.

This panel appears.

21311
56 7 8
9 10 11 12
13 14 15 16 @

Figure 1-86

The controls on the DSP Spot Monitor Panel:

No. Name Description

1 Scan Automatically or manually rotates channels and stops rotation.

2 Previous Page Goes to the pervious page of the scanned pages.

3 Next Page Goes to the next page of the scanned pages.

4 Exit Closes the DSP Spot Monitor Panel.

5 Switch Opens or closes the channel menu.

6 Channel Menu Displays the desired channel for single view.

7 Screen Division Sets screen divisions to 1, 4, 6, 8, 9, 10, 12 and 16.

8 Zoom Esc After single view, click this button to restore the first scanned page, but to

the last channel when the screen division is set to 1.

System Idle Protection

The System Idle Protection allows the administrator to work on the system without the worry of logout

or leaving the system not recording anymore.

This feature can automatically logout the administrator, login a user with no access rights and/or start

recording.
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Auto Logout Administrator
If the administrator does not press the mouse or press a key within a set period of time, the system

will automatically log him/her out.

1. Click the Configure button, and then select System Idle Protection Setting. This dialog box
appears.

System Idle Protection x|

—aystem |dle Protection

System Idle over: I 30 Sec

v Auto Logout or Switch to Startup Login User if available
| Supervisar j

v Auto Monitoring

[
[0]54 I Cancel |

Figure 1-87

2. Enable the Auto Logout or Switch to Startup Login User if available option, and then select
Supervisor or Supervisor, Poweruser from the drop-down list.
3. Inthe System Idle Over field, type the idle time from 10 to 300 seconds, after which Supervisor or

Poweruser will be logged out.

Auto Login User without Access Rights
When the system is started up after an idle time, a specified user with no access right will login. This

allows the user to see the system is on and working, but at the same time does nothing with the

system. The feature must work with the Startup Auto Login function.

1. Click the Configure button, and select System Configure.
2. Inthe Startup section, enable Startup Auto Login, and click the Arrow button beside (see Figure
1-3). The Startup Auto Login Setup dialog box appears.

3. Type ID and Password to set up a user for auto login, and click OK.
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Startup Auto Login Setup
o
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Figure 1-88

4. In the System Idle Protection dialog box (see Figure 1-87), enable the Auto Logout or Switch to
Startup Login User if available option, and then select Surpervisor or Supervisor, Poweruser
from the drop-down list.

5. Inthe System Idle Over field, type the idle time from 10 to 300 seconds, after which the specified

user will be logged in.

Auto Start Recording

If the administrator does not press the mouse or press a key within a set period of time, the system

will automatically start recording.

1. Inthe System Idle Protection dialog box (see Figure 1-87), enable the Auto Monitoring option,
and select Monitoring All, Schedule Monitoring or I/O Monitoring from the drop-down list.
2. Inthe System Idle Over field, enter the idle time from 10 to 300 seconds, after which the system

will start recording.

Note: The feature can monitor keystrokes or mouse clicks, even from IR Remote Control and GV-

Keyboard.

Version Information

To know which version of GV-System you have, click the Configure button, and then select Version

Information.
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Fast Key Reference

This option lets you view the fast key windows of Main System and PTZ Control, giving you an instant
reference. Click the Configure button, point to Tool Kit, and then select Fast Key List to display the

fast key table of Main System. Click Close to display the table of PTZ Control.

Main System
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Key Function

Esc Return to the default screen

Num 1-9, 0 and F1-F6 or

Alt+" 01 ~Alt+"16" Switch the camera channel

F7 Start/Stop monitoring

F8 Start/Stop monitoring schedules

F9 Open the System Configure Setup dialog box
F10 Open ViewlLog

F11 Start/Stop the camera scan function
F12 Enable/Disable all network connections
A a Display the version information

R, r Restart by Last Settings

Ctrl+R Restart by Startup Settings

M, m Start/Stop modem connection

T, t Start/Stop TCP/IP connection

W, w Start/Stop WebCam connection

[, i Start/Stop IP Multicast connection

V, v Start/Stop connection to Center V2
S,s Start/Stop TwinServer

G, g Start/Stop connection to VSM

Cc Start/Stop CMS Server

F,f Start/Stop full screen view

L, I Login/Change the user

0,0 Logout from the current user

Q.q Switch the screen division
Ctrl+Q,W,E,A,S,D,Z,X Switch to a specific screen division
Z,z Minimize the Main System window
X, X Exit the Main System

K, k Display the Fast Key Reference table
Page Up Switch to the previous screen

Page Down Switch to the next screen

Ctrl+Num 1-9, 0 and F1~F6 Take a snapshot

+, - Zoom in/out the single camera view
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PTZ Control

Esc| IF1|F2|FalF4]FEIFG]W|F3|FBZF1B|FH|F12I Print | Scroll | Pause
~|1|2|afa|s5|6|7 |8 |90 |=|-Back| |inset|Home| X | [um| |
o w/e[r|T|v[u]i]o]r|(]]] Delete| End | oo | [ 7|8 |9
cas| A s [D|F[a[r|a[k[L]:]~] ener a5 8|
st |z | x|c|v|B|n|m|<][>]|72]sne|\ fkEEs
r:.m| ]u| Space Bar [.u Icm ENE 0 i
Key Function

-~ Pan left

— Pan right

1 Tilt up

! Tilt down

Insert Focus in

Delete Focus out

Home Zoom in

End Zoom out

Num 1~9, 0 and F1~-F6  Switch the camera channel
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Fast Key Lockup

If you wish not to use certain fast keys and do not want them to interfere with the keyboard use, you

can disable the fast key functions.

1. On the main screen, click the Configure button, point to Tool Kit, and then select Fast Key Lock

Setup. This dialog box appears.

x
¥ Lock Sensitive Fast Key

Lock | Fazt Key =

F7

O F3

F3

O F11

F12

I

| M

O 5

| T

W

| Wy

O X i

G

R -
q or”
QK I Cancel | Brovwse |

Figure 1-88

2. Check Lock Sensitive Fast Key, and check the fast keys you want to disable. To restore the
fast keys, uncheck them again.

3. Click OK to apply your settings.

Page 78



Chapter 1: Configuring Main System

PTZ Protocol and Model Support

This list is for you to view the PTZ protocols and models that GV-System supports. When you set up

PTZ control in the System Configure window, click the drop-down list to select the PTZ device.

PTZ Protocol and Model Support

Ademco (Jupiter) Lilin PIH (PIH-7000 / 7600 / 7600PL / 7625)
BOSCH (TC 700 / 8560) MESSOA (SDS600 Series)
Canon (VC-C3/VC-C4) Mintron (54G2AHN/P)

CBC GANZ (ZC-S120 Series) Minking Dome

Chiper (VOKRP) Panasonic (WV-CS850 / 854)
Direct Perception (PTU Series) Pelco Dome

D-Max Dome Pelco (Spectra 3)

DongYang (DOH-240) PTZin /O

DynaColor (D-7720 / 7722) SAE (DR-E 588)

Dynacolor Dome Samsung (SCC-641 / 643)
Elbex (Matrix / 1000) Samsung (SPD-1600)

GKB (SPD-221) Sensormatic (Ultra 1V)

JEC Dome Sony (EVI-D100 / D100T)
JVC (TK-S576B / TK-S655) TOA (CC551)

Kalatel Cyber Dome (with KTD-312) VIDO Dome

Kampro Technology (K-ZC23) YAAN Dome

Kenko (DMP23-H1)

Note: GV-System only supports original factory models. Other brands of cameras claiming of the
same protocol compatibility may not work properly with GV-System. GeoVision takes no

responsibility of such incompatibility.
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